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3 mins Housekeeping David Dalgado, Cash Hub team, British Red Cross - Host

7 min Introduction to CVA 

and Data Protection

Joseph Oliveros, Cash Innovations Senior Officer, IFRC

10 mins + 

5mins Q&A

Hellenic Red Cross ς

CVA and Data 

Protection

Sophia Peponi, Cash Transfer Programming (CTP) Coordinator, 
Hellenic Red Cross
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5mins Q&A
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and key actions
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Jo Burton, Global CVA Lead, ICRC

10 mins Q&A Questions & Answers
Speakers joined by  James De France, Senior Legal Counsel and 
Data Protection Officer, IFRC

www.cash-hub.org- Cash Helpdesk available for all RCRC Movement CVA support

http://www.cash-hub.org/
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Context - Greece 

GreeceҦ member of the EuropeanUnion Ҧ bound by the EU GeneralData
Protection Regulation (GDPR). National law 4624/2019 supplements the EU
Regulation

The HellenicRed Cross(HRC)has appointed a firm as a Data Protection Officer
(DPO).

üDPO=responsiblefor dataprotection

üHRC= responsiblefor collection, processing,storage. Setsthe meansand the
purposefor datacollectionandprocessing.

CashAssistanceinterventions/programmesin Greece
ÅHellenic Red Crossdomestic cash activitiesҦ Hellenic Red Crossthe controller of data

collected

ÅIFRCGreece/HellenicRedCrossimplementingpartners of UNHCRfor the multipurposecash
assistanceto asylumseekersҦUNCHRthe datacontroller



Context ςHRC Cash profile
ÅUse of cash across all HRC sectors and regular

programmes/services (emergencies, social welfare,
assistedliving in quarantine,about to roll-out Covid19
socio-economicimpact, plan for conditional cash for
health,andfor protection).

ÅCapacityto reachwith cashassistance800-1000HHwith
the currentresources

ÅCash and Data Protection: mapping, identification of 
gaps, security, forms (new consent form, annex to all 
staff contracts, forms for volunteers, etc.) 

ÅHRCin the DataProtectionconsultation



Planning process - Questions raised  
Data collection using KoBoςonline 
registration form 

ÅGenericor personalemail for the
KoBoaccount?

ÅWho should have accessto the
server?

ÅWho should have accessto the
Masterfile?

ÅIs it possible to have different
accessrightsto the server?

Confusing issues, second thoughts, 
doubts, potential risks, limitations

ÅQuality programmeVs need for
morepersonaldata

ÅExtramanualworkloadVsonline
collection

ÅDo we collect more than we
need? Do we collect more by
habit?



Data sharing agreements
Example: IFRC Greece has a data sharing
agreementwith UNHCR,that definesthe role and
responsibilities of the two parties in the
Processing and Protection of Personal Data
(Multipurpose CashGrants programme for Asylum
Seekers)

ÅThenatureandpurposeof processing

ÅThe necessarypersonal data to be processed
by activity

ÅAccessrights,Storage,etc.

Important for any data sharingagreementto be
negotiated.



Impact of the GDPR  
HowGDPRhasimpactedour plansandtime of response

Practicalexamplesin emergencies:

üFloods,December2017 (lists of affected HH from the local authoritiesҦ HRC
selectionandtargetedregistrationҦ banktransfersin 7 daysfrom disasterdate.

üWildfires, July 2018 (not able to receive lists of affected HHҦ HRCown full
registration,validation,selectionҦ banktransfers4 weeksafter the registration
startingdate.

Timeto be proactive!

ÅRedCross/RedCrescentPre-agreementswith the localauthorities in prone areas
for datasharingin emergencies?[Cashandcross-sectoralquickerresponse].

ÅDisasterPreparedness(DMdialoguewith CivilProtection?).



Challenges ςlessons learnt 

ÅUnderstandthe responsibility!

Example: donor requesting HRCto share the beneficiary list without a prior
agreementorōŜƴŜŦƛŎƛŀǊƛŜǎΩconsentҦHRCasthe controller of the data collected
did not sharewithout a prior consentof the beneficiary.

ÅIn a partnership, important to know who is the controller of the personal
data you collect!

Example: Greekauthorities requestingfrom the field teamsto sharebeneficiaries
dataҦ incident raised to UNHCRand discussedwidely in the CashWG with all
partners
ά!ƴȅincomingrequestsfor sharingof personaldata addressedto the Partnerfrom third partiesΧ, shouldbe
redirectedto UNHCRasthe Data/ƻƴǘǊƻƭƭŜǊέΣsource: UNHCR/IFRCAgreement,ProcessingandProtectionof
PersonalDataof Personsof Concern.



Way forward  

ÅInternalpoliciesfor data protection are beingdrafted at the moment so
that HRCfully complies,beneficiaryregistrationformsandconsentforms
havealsobeenrevised.

ÅCurrently working on adjusting the Practical Guidance for Data
Protection in Cashand Voucher Assistanceto the national law and
internalpoliciesthat areunderdevelopment(expectedearlyMarch).

ÅThere is always a need for more good practices and transparency
towardsour recipientsof cashassistanceand the PracticalGuidanceis a
verygoodtool.



Key messages  

ÅRequirementfor a DPOor not, follow data protection principles, using the
existingresources(i.e. NSlegaldept. / advisor).

ÅClarify data sharing requests from your donors and/or negotiate relevant
agreementsbeforeyoustart implementing.

ÅCVApractitionersmay not be data protection experts,but it is important to
recognizepotential risks and seek for assistancefrom those who have the
expertiseto providesupport.

ÅLetCashlend its goodpracticesto other sectorsandservicesin your National
Society!



Any Question?

Thank you! 
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OUTLINE PRESENTATION

BACKGROUND
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PRINCIPLESOFDATAPROCESSINGIN PRACTICE

CONSENTIN COVID19OPERATION
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BACK GROUND ïPAST CTP EXPERIANCE

ÅThe Nigeria Data Protection Regulations

("NDPR") was issued by the National

Information Technology Development Agency

("NITDA").

100HHs (4 states)

450HHs (4 states)

50,288 (5 states) 

5, 565HHs (5 states)

NRCS Cash Transfer Programme

878HHs (5 states)

3600HHs (4 states)

3600HHs (12 states)

2000HHs (5 states)

1800HHs (6states)

2015 - ICRC 

2016 - ICRC

2017 - ICRC

2018 - IFRC
CTP ς5,000HHs

2019- IFRC

COVID-19
DREF
2020 - IFRC



IMPORTANCE OF DATA PROTECTION & 

RISK MANAGEMENT

ά¢ƘŜprocess of safeguarding important

information from corruption, compromise

or loss. The term is also defined as: ά¢ƘŜ

legal mechanismthat ensuresprivacy.έ

Its a major concern considering our

mandate to uphold the humanitarian

principleofΨŘƻnoƘŀǊƳΩ.


