
Financial Service Provider (FSP) Procurement
Standard Operating Procedure (SOP)
IFRC Africa Region 2021


[image: A picture containing text, person, indoor

Description automatically generated]
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[bookmark: _Toc88642051]Abbreviations* 
ARO		Africa Regional Office 
COC 		Committee on Contracts 
CVA		Cash and Voucher Assistance 
FSP		Financial Service Provider
IFRC		International Federation of the Red Cross and Red Crescent Societies 
KYC		Know-Your-Customer 
LR		Logistics Requisition 
MPC		Multipurpose Cash
NS		National Society 
PNS		Partner National Society 
RLU		Regional Logistics Unit
SOP 		Standard Operating Procedure
SoW		Scope of Work

*See also, Annex 3: Glossary of Terms

[bookmark: _Toc88642052]Introduction 
The delivery of cash and voucher assistance (CVA) often requires a third party such as a bank, a mobile phone company or a voucher vendor to be integrated into the process to deliver to the “last mile”. The evaluation and selection of these suppliers is critical as their performance has a direct impact on the quality of the assistance being provided. Procurement processes and procedures help ensure that the appropriate supplier is selected and allows management of risks and to offer a set of checks and balances. They are key to select services that enable recipients to receive the right assistance in the right way, have sufficient cash out points and liquidity, can reach people in a timely manner, are compliant with local financial regulations, and have sufficient coverage.
The following document details processes around Financial Service Provider (FSP) procurement. FSP procurement should be led by the relevant National Society (NS) programme and logistics staff and closely followed by IFRC counterparts at the Cluster offices and supported by the Regional Office (RO). 
[bookmark: _Toc352182602][bookmark: _Toc352182873][bookmark: _Toc71573661][bookmark: _Toc88642053]Prior to beginning the selection process for a Financial Service Provider, the NS should complete a CVA feasibility analysis and FSP mapping. More details on these steps are available in the document “CVA Process Flows”, which is available here.
The document’s purpose and audience 
[bookmark: _Hlk528062824]The purpose of this document is to provide guidelines to help NS and IFRC staff and volunteers to follow procurement best practice, managing contracting of suppliers, quality checks and all the other essential steps for the successful tendering of Financial Service Providers for CVA programs.
The document is supported by the Cash in Emergencies toolkit (en) / (fr), IFRC’s CVA Programme Guidance and other Cash Hub (en) / Cash Hub (fr) resources. 
For a more detailed Standard Operating Procedure (SOP), see also IFRC Secretariat, Global Cash Standard Operating Procedures.
[bookmark: _Toc352182875][bookmark: _Toc71573663][bookmark: _Toc88642054]Who is this document for? 
The document provides a generic explanation of internal IFRC processes for CVA to be used at the levels of the Africa Regional Office (ARO) (Nairobi), by Cluster Offices and by National Societies (NS), including staff functions in: 
· All IFRC Africa Regional Office, including Cluster level, functional areas involved in the initial operational response decision making (Operations, Logistics, Finance, Legal, Security and Programmes), who need an understanding of the process flows for administering CVA
· All IFRC emergency response and service support staff, including Operations, Programmes, Logistics and Finance 
· National Society programme, logistics and finance staff engaged in CVA preparedness and response 
· Partner National Society (PNS) staff supporting NS in FSP procurement
[bookmark: _CVA_feasibility_assessment][bookmark: _Toc88642055]

FSP Procurement Process
After the decision has been taken that cash or vouchers is the appropriate modality based on the feasibility analysis and the risk analysis, a third party needs to be selected to support the programme until the “last mile”. When a NS would like to implement CVA as part of an Emergency Appeal (EA) or DREF, the NS will need to follow a FSP procurement process that is compliant with the IFRC procedures.[footnoteRef:3] [3:  It is therefore recommended that NS always engage an IFRC compliant procedure for procuring FSPs, which can then be utilised in all NS programmes, including those supported by other partners.] 

The procurement process always starts with a Logistics Requisition (LR) as it serves as the authorization document for procurement authority. The LR also details critical aspects such as the nature of the programme request (e.g. mobile money, cash in envelopes or other CVA modality) as well indicative timeline/deadline and currency amongst others. It should ideally be accompanied as annex by the Scope of Work (SOW) detailing the nature of the programme/request. The requester should prepare the LR with budget limits – one line for number of beneficiaries / amount per beneficiary / total amount to be disbursed, one line for budgeted FSP Service (and any other relevant fees). 
A quick overview of the FSP procurement process is indicated in Figure 1. The detailed process including roles and responsibilities is available in Annex 2 of this document. Some steps in each process might be done concurrently (such as preparing the RFQ while establishing the SoW).
[image: ]Figure 1: Process flow for FSP procurement

[bookmark: _Toc88642056]Scope of Work (SoW) and Tender Documents
The SoW is a critical document, which requires engagement of various functions. The SoW is used to give detail and context of the typical cash assistance programme and what the FSP needs to understand about the way we work, and the type of projects expected to be delivered. The Regional CVA Coordinator and Regional Procurement Manager can support with draft SoW’s and examples from other contexts. 
The tender documents can be prepared simultaneously with the SoW. The tender package includes:
· RFP/RFQ
· SoW
· FSP Response Sheet
· Pricing template 
· Declaration of Undertaking
· General Terms and Conditions for Service Contracts
· Supplier Registration Form (standard format)
The RFP response template lists the specifications or requirements of the service. The headers should remain and there should be AT LEAST ONE question per header. This is a template to adapt to your context. These are the questions we are asking to the FSPs, and we will evaluate their responses to understand if they meet our needs or not. Developing a delivery mechanisms checklist covering required and preferred requirements is helpful in completing the RFP supplier response sheet.
Data protection
· Always ensure that data protection requirements are reflected in both the SoW and the contract itself. 
· All relevant IFRC and NS staff should familiarise themselves with and use the IFRC Practical Guidance for Data Protection in CVA, available in both English and French. 
[bookmark: _Toc88642057]Tendering 
To launch the tender if it is a restricted bid, the RFP and any attachments is sent directly to the FSPs preselected and the proposal submission timeline can range between 2 to 4 weeks depending on the urgency and capacity of response of the FSPs. If it is an open tender process, it should be advertised in the predetermined newspapers or other media with tender conditions and the interested FSP will ask for the tender documents. A “Tender Delivery Registry” should be kept with the list of the suppliers, name of person receiving the documents, date, time and signature of receiver.
It is required to ensure there is a period and a mechanism for bidding service providers to ask questions. Questions can be compiled and then answered as a group or answered each time a question is raised. It is necessary to send the response to ALL potential service providers regardless as to whether they asked the question or not – this ensures transparency in the process.
The deadline must be respected - once the pre-specified time has been reached on the deadline date, no additional proposals can be received. If there is an extension there must be evidence of timely notification to ALL FSP suppliers of tender extension deadline.
When using an email submission, the time on that email would be referred to. If physical bids in envelopes are accepted, then it is the responsibility of the individual accepting the bids to write the EXACT time and date on the envelope when submitted together with the relevant “Tender BID Submission Registry” with the list of suppliers, name of person delivering bid, date, time, and signature of person submitting to Sealed Bid Box.

After the deadline for receipt of proposals, a Bid Opening Ceremony must be scheduled as soon as possible. This reduces the risk of manipulating bids received or admitting late bids. Bids must be opened in the presence of the Local Committee on Contracts (COC) and all details of the procedure documented – date, place, list of officially nominated attendees with names, titles and organization (nominated by authorised NS/IFRC senior official such as Secretary General or Country Head/Head of Delegation, Tender Reference/RFQ Ref No. and Logistics Requisition Ref No. and general description of proposed program with number of beneficiaries, total budget and relevant currency, Other details as per procurement process checklist.
[bookmark: _Toc88642058]Types of contracts
There are two common types of contractual agreements with suppliers, including with Financial Service Providers (FSPs):
a) Service Contract (SC): it is usually narrow in scope, created for a particular operation and generally cannot be extended outside the service type and geographical locations outlined in the tender.  CVA program requirements are clearly defined, including geographic locations, number of people to be assisted, transfer amount, frequency, and duration. 
b) Framework Agreements (FA): are broader and longer in duration often two years + a two-year extension.  Framework Agreements often can be used in most or all of the country or region and are used for goods or services that are frequently required for programme implementation.  CVA program requirements are not always defined (unknown geographical locations, number of people to be assisted, transfer amount, frequency, duration). 
[bookmark: _Toc88642059]IFRC procurement manual
It is critical to read and familiarise yourself with the IFRC procurement manual 2018 (It is important to read chapters: 2.2.3 Criteria for Supplier Pre-qualification; 2.3 on Framework Agreements and 3.6 Procurement of Cash Related Services).
Quick tips DREF and EAs: 
No Existing Contract – Full Procurement Process
In this situation, if you wish to contract an FSP for implementing CVA for an Emergency Appeal/ DREF you will need to undertake a full procurement process following IFRC procurement procedures.
No Existing Contract – Sole Sourcing/No Competition
In this sitution, if you wish to contract an FSP for implementing CVA for an Emergency Appeal/ DREF and there is only one FSP relevant to the context, you will need to follow IFRC procurement procedures and apply the sole sourcing/no competition exception.
Existing Contract – Procurement Compliance Check
In this situation, if you wish to  use an exiting contract for an FSP for implementing CVA for an Emergency Appeal/DREF, you will need to get confirmation from IFRC Regional Logistics Unit on compliance.
Existing Contract – Authorised Exceptions to Bid
In this sitution, if you wish to  use an exiting contract an FSP for implementing cash assistance for an Emergency Appeal/DREF and the process has not be compliant or the contracted services needs amendment for the current operation, you will need to apply for an Authorised Exception to bid via the IFRC Regional Logistics Unit.
Free online learning 
IFRC has created an online course to guide practitioners through the steps of FSP procurement for cash projects. The course is aimed at programme staff, logistics, procurement, and finance. It is required for staff engaged in FSP procurement to take the course, which is available on the IFRC learning platform here. The course spans over 13 modules and takes approximately 2 hours to finalise. 
[bookmark: _Toc88642061]FSP Framework Agreement[footnoteRef:4] [4:  Some NS’ may have service contract in place with FSPs valid for a single project, whereas a framework agreement is a contract meant to be used for repeat situations.] 

The establishment of a FSP Framework Agreement is a requirement to respond rapidly with cash assistance. The FSP procurement process is led by National Societies and closely followed by IFRC CVA/DM/Ops technical and logistics staff at the cluster and regional offices.
It is mandatory that FSP Framework Agreements are compliant with IFRC procurement procedures if the contract is used for DREF’s and EA’s (see also Annex 1). Cluster offices are encouraged to engage with PNS’s in countries to ensure that they are aware of this requirement if and when they support National Societies in FSP procurement. 
For third-party cash distributions, technical approval of the FSP procurement always need to be sought from the regional Logistics and Procurement office regardless of the procurement value. This is due to inherent risks involved with third-party FSPs.
Key points: 
· On open tender requires a public advertisement (templates in the Procurement Manual) and allows all potential suppliers interested in bidding to participate. Open tenders can be international or local tenders.
· Potential Suppliers for FAs are selected based on strict criteria, such as professionalism and knowledge of international trade, reliability, service capability, coverage, liquidity, price range, quality assurance, compliance with regulations, and their previous record.
· Contract period is 2 years with a possible 2-year extension with a maximum of 4 years in total 
· FA have no legal obligation to order any minimum or maximum quantity
· FAs shall be non-exclusive, hence IFRC may establish FAs with different Suppliers for the same services.
· The FA will not detail the transfer value explicitly. It will detail the service required and a typical value size (an average or maybe a range) which helps the FSP give the tariff of charges for the anticipated service as well as understanding the liquidity requirements they will need. 
Framework Agreements can be created up to 2 years with a possible 2-year extension, so the maximum length is 4 years. Framework Agreements must not be open-ended contracts. The FSP market changes often, and it is necessary to periodically (every 2 or 4 years) conduct an open tender to re-establish the FA and/or decide if it is still required. National Societies are advised to conduct FSP market research/mapping frequently to inform the choice of whether to continue with the existing FA and/or whether to pursue contracting other FSPs.
If extending a FA, the service requirements or specifications should be updated to reflect the learning from the current contract and to improve the service going forward. 
If conducting a new tender, this again should be an open tender for a new FA that meets IFRC compliance. It is possible to award the new FA to the current (incumbent) FSP if after the evaluation and Comparative Bid Analysis (CBA) it is demonstrated that the incumbent is the most suitable FSP.
Addition information on FSP FA procurement and key documents and templates can be found in the IFRC FSP Framework Agreement tip-sheet:



	
Important to remember: 

· A National Society can hold more than one FSP Framework Agreement depending on for example, coverage in the operational areas. 
· Minimum 8 up to 12 weeks should be allowed for the full procurement process: 
· Allow 2-3 weeks to establish the SoW and launch the tender
· Allow 2-3 weeks for bid responses 
· Allow time for evaluation of bids 
· Allow 2 weeks for contracting 
· 
Build in data protection and data management from the onset, including in the FSP mapping, SoW, and contract. A standard data protection section is included in the SoW format and an annex exists for the FSP contract on data processing. IFRC has furthermore developed a draft questionnaire that NS’ can use in their engagement with FSPs to understand their data protection and data management capacities. If support is needed, NS can contact the Regional CVA Coordinator to link to support from PNS.
 
· Balance mandatory vs. preferred requirements to ensure a successful tender. If some FSPs are unable to deliver on preferred requirements, the RCRCM can support FSPs in strengthening systems and procedures to adhere to programme requirements. 



[bookmark: _Toc88642062]

Use/activation of the FSP framework agreement
As the framework agreement is a contract meant to be used for repeat situations, it does not contain the exact details of upcoming distributions/services to be provided. 
The predefined service with agreed terms, conditions and fees can be used by placing a Purchase Order (PO) via Logistics by submitting a Logistics Requisition and a programme specific Scope of Work. The PO typically contains an Annex with the SoW that details the cash assistance delivery and services, i.e., number of people, transfer value, instalments, locations, duration of project, and delivery schedule within the scope of the framework agreement.
The addendum must be reviewed and approved by CVA focal points at the cluster and regional levels. 
[bookmark: _Toc83225662][bookmark: _Toc83225663][bookmark: _Toc83225664][bookmark: _Toc83225665][bookmark: _Toc83225666][bookmark: _Toc83225667][bookmark: _Toc88642063]Request for exceptional approval
Exceptional approval for contracting an FSP that are not IFRC compliant may be given under different circumstances. These circumstances typically include scenarios where a tendering process is not feasible or not practical to undertake or under other may be given under different circumstances outlined under #paragraph 2.7: Exceptions to tendering process of the IFRC Procurement Manual. Under permitted exceptions, contractual commitments may be made based on a single bid with a qualified supplier whose offer substantially meets FSP program the requirements at an accepted and competitive market price. This process might be relevant in cases where NS are planning to respond to an emergency but does not already have an IFRC-compliant FSP framework agreement in place. The most common reasons for applying for exceptional approval are: 
· NS has a service contract with an FSP they wish to engage again
· NS has a non-IFRC compliant framework agreement 
· NS works in a setting with no competition (i.e., only one FSP service provider in specific area)
Procurement thresholds for different levels and amounts of purchase is available here:

 
Logistics colleagues can support the process for exceptional approval. A template to apply for exceptional approval is available online as well as here:

[bookmark: _MON_1693899257] 
First, it should be decided if the existing contract can be used. The following conclusion tree can support this decision: 
[image: Diagram

Description automatically generated]
The approval request must be developed by the NS and reviewed by CVA focal points at the cluster and regional levels as well as with relevant procurement and logistics colleagues at country/operation, Cluster and Regional Level. A draft (soft copy) of the Request for Exceptional Approval should be submitted to the Regional Office CVA and Logistics for review before signature.
The final version of the Request for Exceptional Approval together with supporting documents should be sent to the Head of Africa RLU / Nairobi copy to Regional Procurement Manager and as follows:
· Logistics Requisition (Purchase Request) with budget limit and currency in which one line item for amount to be distributed to beneficiaries and one line for service fees to service provider, duly approved
· The SoW to be used in the FSP procurement
· The Annex SoW that is relevant to the current project if order placed with an existing FA
· In cases of single sourcing outside FA: Written confirmation (Offer) from FSP that it is willing and able to provide the services required under the SoW, of fees and charges being levied and of acceptance of Terms and Conditions of Service (NS/IFRC)
· Due Diligence Form duly completed
· Supplier Registration Form: documents including duly filled Supplier Registration Form (SRF) signed, dated, and stamped and all required supporting documents:
· a.) Copies of last three years audited financial statements from the supplier
· b.) Original Statement of the Supplier’s Bank confirming banking details (certifying the bank account and relevant details – Bank Name, Address, Brach Code, Banking Codes etc.) 
· c.) Copy of Company Registration Certificate 
· d.) Tax Clearance Certificate and any other relevant documents required by country law from the supplier.
· Copy of Existing/current contract with the FSP
· NS / IFRC General Terms and Conditions for Service Contracts
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[bookmark: _Toc88642064]Annex 1: Checklist of IFRC Compliance Requirements[footnoteRef:5] [5:  Adopted from the Africa LPSCM – Procurement Guideline] 

To comply with IFRC regulations the following documents are required to be submitted to IFRC:
	#
	Document
	Information required
	Format

	1
	Logistics Requisition (LR) or equivalent with budget limits 
INTERNAL IFRC DOCUMENT - NO NEED TO SEND TO SUPPLIER
	a) Amount for distribution to beneficiaries 
b) Amount budgeted for services fees 
It is required to Annex the SoW (2.2)
	Original scanned, completed in full and signed and dated by Requester, Logistics, Finance and Country Representative. EN, FR, SP or include translation.

	2
	Newspaper Advert or other media publication 
REQUIRED ONLY WHEN IT IS AN OPEN TENDER 
	Name of media and date clearly visible
Description of the program, dates, where and how to obtain the documents
	Copy (or scan) of newspaper Advert or other media publication 

	3
	RFP/RFQ - Request for Proposal/ Request for Quotation
	Tender Documents to be submitted to FSP’s including all annexes

Need to be received in sealed bids (sealed envelope/ sealed email address)
	Final version that was shared with the FSPs as part of the tender. EN, FR, SP or include translation.

	3,1
	Scope of Work (SoW)
	Document which outlines the programme objectives and provides the FSPs information of what we are expecting of them 
	

	3,2
	RFP FSP Response Sheet
	Response Sheet detailing the service requirements (mandatory and preferred) that we will be requesting from and evaluating FSPs against
Document must be reviewed by CVA programs and aligned with the SOW
	

	3,3
	Pricing List template / Cost Breakdown
	Document must be reviewed by CVA programs and aligned with the SOW and CVA Technical requirements 
	

	3,4
	General Terms and Conditions for Service Contracts (CVA)
	CVA Version
	

	3,5
	Declaration of Undertaking
	 
	

	3,6
	Supplier Registration Form (SRF) + supporting documents 
	a) Copies of last three years audited financial statements 
b) Original Statement of the Supplier’s Bank confirming banking details (certifying the bank account and relevant details – Bank Name, Address, Branch Code, Banking Codes etc.), 
c) Copy of Company Registration Certificate, Tax Clearance Certificate and any other relevant documents required by country law. 
	Original scanned, signed, dated, and stamped. EN, FR, SP or include translation.
All required supporting documents as per Procurement Manual 2.2.2 (subject to Legal and Finance verification/approval). EN, FR, SP or include translation.

	4
	List of Suppliers targeted
	Evidence of Tender Document Delivery to FSP
	 

	4,1
	Proof of emails sent to suppliers (if Tender Documents delivered by email)
	Name of Supplier who documents were sent to and Date and Hour sent.
	Copies of emails clearly stating name of Supplier sent to date and hour sent

	4,2
	Tender Delivery Registry (If Tender Documents picked up by FSP in Envelopes (physical documents) or electronically (USB Stick))
	Company Name/Officer Name (person Picking up Documents)/ Date/Time/ Signature
	Scanned copy of Tender Delivery Registry with signatures.

	5
	Notification of Tender Deadline Extension to Suppliers
	Evidence of Timely Notification to ALL FSP suppliers of Tender Extension Deadline
	Copies of emails sent to suppliers notifying of Tender deadline extension clearly stating name of Supplier sent to date and hour sent

	6
	BID / OFFER DELIVERY TO IFRC/NATIONAL SOCIETY
	Evidence of Supplier Bid/Offer delivery to IFRC/NS
	 

	6,1
	If Bids/Offers delivered by email to sealed Bid E-Mail Address
	Copy of emails with respective bid documents submitted with date/hour clearly visible and clearly identified by name of FSP
	 

	6,2
	If Bids/Offers delivered to / picked up by FSP or electronically (USB Stick)
	Tender Receipt Registry with: Company Name/Officer Name (person Delivering Bid/Offer)/ Date/Time/ Signature
	 

	7
	BIDS / OFFERS/PROPOSALS FROM SUPPLERS
	Scanned Copies of Bids submitted by Suppliers (each bid scanned separately)
	 

	8
	Minutes of Tender Opening Ceremony
	Minutes of Meeting held by Local Committee on Contracts to Acknowledge and Open Bids received
a) Place, Date, and time of Meeting
b) List of names appointed for the Opening of Bids Committee and respective titles
c) General description of program and purpose (number of beneficiaries, areas, and total amount to be distributed - if known)
d) List of Companies that were sent RFPs by e-mail or received RFPs in physical format.
e) List of Companies that submitted bids by e-mail or in sealed envelopes before the closing deadline (time/date) as requested in Tender documents 
f) List of Companies that submitted bids by email or sealed envelopes after the tender closing deadline (time/date)
g) List of companies that were sent Tender documents by e-mail/physical format and did not reply
h) END OF DOCUMENT: Names, Titles of attendees and date
	Original scanned, completed in full, dated and signed by CoC members. EN, FR, SP or include translation.

	8
	Minutes of Bid Evaluation and selection of Suppliers, CoC 
	Minutes of Committee on Contracts (Supplier Selection Committee) with the following:
Minutes Detailing Supplier Bid Evaluation and Supplier Recommendation
Place, Date, and time of Meeting
1. List of names appointed for the Evaluation of Bids Committee and respective titles
2. c) d) e) f) g) from the Tender opening minutes of the meeting
3. Supplier selection criteria clearly defined
4. Administrative Evaluation and criteria (min points required to pass to next stage and max points attainable) 
Technical Evaluation and criteria (min points required to pass to next stage and max points attainable)
Financial Evaluation and criteria (minimum points required to pass to next stage and max points attainable)
5. Final selection Supplier criteria
a. Best Overall Offer
         OR
b. Best Financial Offer for Suppliers Meeting Administrative and Technical (Program) Requirements
6. Committee on Contracts Supplier Recommendation:
a. Supplier
b. Amount to be distributed by beneficiary and total amount to be distributed to all beneficiaries and services fees (when known)
7. END OF DOCUMENT: Name, Title and Signature of all committee members, Place and Date
	Original scanned, completed in full, dated and signed by CoC members. EN, FR, SP or include translation.

	10
	CBA (Comparative Bid Analysis)
	Soft Copy and signed PDF. Signed PDF: Submitted by / Finance Official/ Head of Operation /Country Representative or Head of Cluster
	 

	11
	Draft of de contract
	Soft Copy of Draft Contract
	 



[bookmark: _Annex_2:_Process][bookmark: _Annex_3:_Process][bookmark: _Toc88642065]Annex 2: Process flows, roles, and responsibilities for FSP selection and contracting 
	Phase
	Steps
	Product / output
	Responsible function
	Accountable
	Must be consulted
	Keep informed

	1. Scope of Work (SoW)[footnoteRef:6]  [6:  Kick-off meeting: Programmes led by NS and Cluster CVA focal points should initiate a kick of meeting with Logistics, Finance, and ICT (and potentially Legal) prior to beginning the procurement process and discuss: the procurement process and compliance requirements, programme details (i.e. what is required to deliver cash in the operational areas of the NS), FSP mapping and identification (done in the feasibility assessment), and financial service requirements including data protection. ] 

	1.1 Establishing CVA Objective
	None
	· NS CVA focal
· Cluster programme staff* *(cluster CVA focal where available) 
	· Cluster Programme staff 
· Regional CVA Coordinator
	· Regional CVA Coordinator
	Procurement 
Country Cluster
Regional

	2. 
	1.2 Kick off meeting with FSP
	None / meeting minutes if applicable
	· NS CVA focal 
· Cluster programme staff
	· Cluster Programme staff 

	

	

	3. 
	1.3 Scope of Work
	SoW Draft
	· NS CVA focal
· Cluster programme staff
	· Cluster Programme staff 
· Regional CVA Coordinator
	· Regional CVA Coordinator 
· Regional Logistics Unit (RLU)
· Finance NS
· Legal NS
	

	4. 
	1.4 Green-light of SoW
	Approved SoW
	· NS CVA focal
· Cluster Logs staff 
· Cluster programme staff
	· Regional CVA Coordinator 
	· Regional CVA Coordinator
· Regional Procurement Manager 
	

	5. Tender documents
	2.1 Preparing RfQ
	RfQ
	· NS Logs
· Cluster Logs staff 
· NS CVA focal (review / technical inputs)
· Cluster programme staff 
	· Regional Procurement Manager 
· Regional CVA Coordinator (review and technical inputs of tender documents)
	· Regional CVA Coordinator
· Regional Procurement Manager 
	

	6. 
	2.2 Revising FSP Response sheet
	FSP Response Sheet
	· NS CVA focal
· Cluster Logs staff 
· Cluster programme staff 
	· Regional CVA Coordinator 
· (Technical overview of programme requirements reflected on Supplier Response Sheet)
	· Regional CVA Coordinator
· Regional Procurement Manager 
· Finance cluster 
	

	7. 
	2.3 Revising Pricing template
	Pricing template
	· NS CVA focal
· NS Logs staff 
· NS Finance 
· Cluster Logs staff 
	· NS CVA focal
· Cluster Logs staff 
· Cluster programme staff 
	· Regional CVA Coordinator
· Regional Procurement Manager 
	

	8. 
	2.4 Sharing Declaration of Undertaking with field
	None 
	· Cluster Logs
	
	
	

	9. 
	2.5 Sharing Supplier Registration with field
	None 
	· Cluster Logs
	
	
	

	10. 
	2.6 Validation of tender package 
	Validated Package
	· Regional Procurement Manager 
· Regional CVA Coordinator (review and technical programme inputs)
	
	
	

	11. Tender
	3.1 Launching Tender
	
	· NS CVA focal
· NS Logs staff 
· Cluster Logs staff 
	· NS /Operations/Country/ Cluster Logs staff
	
	Regional CVA Coordinator
Regional Procurement Manager 
Finance Regional
Legal Regional

	12. 
	3.2 Answering questions from FSPs
	
	· NS CVA focal
· NS Logs staff 
· NS Finance staff
· Cluster Logs staff 
	Officials Designated in tender, namely:
· NS /Operations/Country/ Cluster Logs staff in consultation with NS /Operations/Country/ Cluster Logs staff Cluster programme staff
	· Finance NS
· Legal NS 
· Cluster Logs / Procurement staff 
· Cluster programme staff 
· Finance cluster 
	

	13. 
	3.3 Bid Opening Ceremony
	
	· NS CVA focal
· NS Logs staff 
· Cluster Logs staff 
· Cluster programme staff 
· Finance NS
· (Other appointed members of Opening Committee)
	· NS/Operation/Country/Cluster
Officially Appointed Local Committee on Contracts
· NS /Operations/Country/ Cluster Logistics/Procurement (process management)
	
	

	14. 
	3.4 Evaluation of suppliers 
	
	· NS CVA focal
· NS Logs staff 
· Cluster Logs staff 
· Cluster programme staff 
· Finance NS
· (Other appointed members of Local Committee on Contracts)
	· NS/Operation/Country/Cluster
Officially Appointed Local Committee on Contracts
NS /Operations/Country/ Cluster Logistics/Procurement (process management)
	· Regional CVA Coordinator (technical inputs)
· Regional Procurement Manager 

	

	15. 
	3.5 Making of Comparative Bid Analysis (CBA) 
	CBA
	· NS/Operation/Country/Cluster/ Logistics/Procurement in close cooperation/consultation with 
NS/Operation/Country/Cluster CVA Technical Focal Point and Finance if required (review)

	· NS/Operation/Country/Cluster/ Logistics/Procurement in close cooperation/consultation with CVA Technical Focal Point and Finance if required (review- preferable)
	· NS/Operation/Country/Cluster CVA Technical Focal Point and Finance if required (review – preferable)
	

	16. Validation
	4.1Validation of CBA 
	Validated CBA
	· NS CVA focal
· NS Logs staff 
· Cluster Logs staff 
· Cluster programme staff 
· Finance NS
· (Other appointed members of Local Committee on Contracts)
	· NS/Operation/Country/Cluster/ Logistics/Procurement
· NS/Operation/Country/Cluster CVA Technical Focal Point
· Finance if required (review- preferable)
	· Regional CVA Coordinator
	Cluster 
NS 

	17. 
	4.2 Validation of procurement file
	
	· Regional Procurement Manager 
	
	· Regional CVA Coordinator (review of supplier selection / programme requirements / cost structure)
	Cluster 
NS

	5A. NS Signing Contract with FSP (**preferred option**)
	5A.1 Updating contract template
	Updated Contract Draft
	· NS/Operation/Country/Cluster/ Logistics/Procurement
· NS/Operation/Country/Cluster CVA Technical Focal Point
	· Contracting entity Legal Department:
Legal NS / IFRC Legal
	· FSP 
· Legal NS/IFRC
· NS CVA focal
· Finance NS/IFRC
· Regional CVA Coordinator 
· Regional Procurement Manager 
	NS/Operation/Country/Cluster 

	18. 
	5A.2 Approving Contract draft (internal)
	Approved Contract
	· Cluster programme staff
· Regional CVA Coordinator (review of programme requirements as per TOR) 
· Legal NS
· Legal IFRC (if IFRC Contract)
	
	· Regional CVA Coordinator 
· Regional Procurement Manager 
· Finance NS
· Procurement NS
	

	19. 
	5A.3 Contract signed 
	Signed Contract
	· NS/Operation/Country/Cluster/ Logistics/Procurement
· NS/Operation/Country/Cluster CVA Technical Focal Point
	· Legal NS
	
	Regional CVA Coordinator 
Regional procurement manager

	5B. IFRC Signing Contract with FSP
	5B.1 Updating contract template
	Updated Contract Draft
	· NS CVA focal
· NS Logs staff 
· Cluster Logs staff 
· Cluster programme staff 
	· Legal Regional
	· FSP
· Legal Regional
· Regional CVA Coordinator
· Finance Regional
· Regional Procurement Manager 
	

	20. 
	5B.2 Approving Contract draft (internal)
	Approved Contract
	· Legal Regional
	
	· Regional CVA Coordinator
· Finance Regional
· Regional Procurement Manager
	

	21. 
	5B.3 Contract signed 
	Signed Contract
	· NS CVA focal
· NS Logs staff 
· Cluster Logs staff 
· Cluster programme staff
	· Legal IFRC
	
	Regional CVA Coordinator 
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Assistance Modality 
‘Assistance modality’ refers to the form of assistance – e.g. cash transfer, vouchers, in-kind, service delivery, or a combination. This can include both direct transfers to household level, and assistance provided at a more general or community level e.g. health services, WASH infrastructure.
Cash and Voucher Assistance (CVA) (key term)
CVA refers to all programs where cash transfers or vouchers for goods or services are directly provided to recipients. In the context of humanitarian assistance, the term is used to refer to the provision of cash transfers or vouchers given to individuals, household, or community recipients, not to governments or other state actors. This excludes remittances and microfinance in humanitarian interventions (although microfinance and money transfer institutions may be used for the actual delivery of cash). The terms ‘cash’ or ‘cash assistance’ should be used when referring specifically to cash transfers only (i.e. ‘cash’ or ‘cash assistance’ should not be used to mean ‘cash and voucher assistance’). This term has several synonyms (CBA, CBI, CTP) but Cash and Voucher Assistance is the recommended term.
Committee on Contracts (CoC)
Pursuant to the IFRC Procurement Manual, rules, regulations, and policies, the relevant CoC (HQ (Geneva), Regional or Local level) is an advisory body and do not make decisions. The relevant CoC renders written advice with respect to adherence to the procurement procedural requirements of IFRC’s procurement manual, rules, and policies. The scope of relevant CoC review may not be limited to the following:
a) Assess that appropriate authority has been obtained for the commitment of funds
b) Assess whether the procurement process was conducted in a competitive, transparent, and fair manner, and
c) Assess that the procurement activities are in accordance with IFRC Procurement Manual 
d) Assess and provide recommendations on whether the proposed supplier agreement exposes the IFRC to any financial or legal risks
Logistics focal points can advise further on the COC and engagement levels according to financial thresholds. 
Commodity Voucher
Commodity vouchers are exchanged for a fixed quantity and quality of specified goods or services at participating vendors. They may also be exchanged for commodities selected by recipients from a pre-determined list. Commodity vouchers share some similarities with in-kind aid in that they restrict and specify the assistance received.
Conditionality
Conditionality refers to prerequisite activities or obligations that a recipient must fulfil to receive assistance. Conditions can in principle be used with any kind of transfer (cash, vouchers, in-kind, service delivery) depending on the intervention design and objectives. Some interventions might require recipients to achieve agreed outputs as a condition of receiving subsequent tranches. Note that conditionality is distinct from restriction (how assistance is used) and targeting (criteria for selecting recipients). Examples of conditions include attending school, building a shelter, attending nutrition screenings, undertaking work, training, etc. Cash for work/assets/training are all forms of conditional transfer.
Delivery Mechanism (key term)
Means of delivering a cash or voucher transfer (e.g. smart card, mobile money transfer, cash in hand, cheque, ATM card, etc.).
Disbursement
Disbursement refers to the transfer of funds to recipients e.g. the transfer of a digital payment to a recipient’s bank account, card, mobile money account, etc.
Distribution
This encompasses the distribution of physical items (e.g. currency, paper voucher, ATM card, smart card, SIM card, etc.). The term may also be used to refer to the broader distribution process, including both the preparatory activities and the distribution itself.
E-Transfer
A digital transfer of money or vouchers from the implementing agency to a program participant. E-transfers provide access to cash, goods and/or services through mobile devices, electronic vouchers, or cards (e.g., prepaid, ATM, credit, or debit cards). E-transfer is an umbrella term for e-cash and e-vouchers.
E-Voucher
A card or code that is electronically redeemed at a participating distribution point. E-vouchers can represent cash or commodity value and are redeemed using a range of electronic devices.
Financial Service Provider (FSP)
An entity that provides financial services, which may include e-transfer services. Depending upon your context, financial service providers may include e-voucher companies, financial institutions (such as banks and microfinance institutions) or mobile network operators (MNOs). FSPs includes many entities (such as investment funds, insurance companies, accountancy firms) beyond those that offer humanitarian cash transfers or voucher services, hence within CTP literature FSP generally refers to those providing transfer services.
Framework Agreement
An outline of a contract, also known as an umbrella contract, or master services contract. Call off or draw down agreements are similar but include financial information. This usage provided by private sector. Humanitarian agencies may use the term differently.
Know Your Customer (KYC)
This usually refers to the information that the local regulator requires financial service providers (FSPs) to collect about any potential new customer to discourage financial products being used for money laundering or other crimes. Some countries allow FSPs greater flexibility than others as to the source of this information, and some countries allow lower levels of information for accounts that they deem to be ‘low risk’.
Logistics Requisition (LR)
Logistics Requisition is a document which defines the requirement for procurement and serves as the authorization document for procurement authority. 
Mobile Money
Mobile money uses mobile phones to access financial services such as payments, transfers, insurance, savings, and credit. It is a paperless version of a national currency that can be used to provide humanitarian e-cash payments.
Modality (key term)
Modality refers to the form of assistance – e.g. cash transfer, vouchers, in-kind, service delivery, or a combination (modalities). This can include both direct transfers to household level, and assistance provided at a more general or community level e.g. health services, WASH infrastructure.
Multipurpose Cash Transfers (MPC) (key term)
Multipurpose Cash Transfers (MPC) are transfers (either periodic or one-off) corresponding to the amount of money required to cover, fully or partially, a household’s basic and/or recovery needs. The term refers to cash transfers designed to address multiple needs, with the transfer value calculated accordingly. MPC transfer values are often indexed to expenditure gaps based on a Minimum Expenditure Basket (MEB), or other monetized calculation of the amount required to cover basic needs. All MPC are unrestricted in terms of use as they can be spent as the recipient chooses. This concept may also be referred to as Multipurpose Cash Grants (MPG), or Multipurpose Cash Assistance (MPCA).
Open Tender
A tendering process that is open to all qualified bidders and where the sealed bids are received from any potential Supplier for scrutiny and are chosen based on price and quality.
Procurement Authority (PA)
IFRC unit, department or office tasked to carry out procurement activities.
Procurement Technical Approval
Procurement Technical Approval is a quality assurance process that ascertains that applicable procurement procedures have been duly followed, and quality assurance is in place.
Restriction (key term)
Restriction refers to limits on the use of assistance by recipients. Restrictions apply to the range of goods and services that the assistance can be used to purchase, and the places where it can be used. The degree of restriction may vary – from the requirement to buy specific items, to buying from a general category of goods or services. Vouchers are restricted by default since they are inherently limited in where and how they can be used. In-kind assistance is also restricted. Cash transfers are unrestricted in terms of use by recipients. Note that restrictions are distinct from conditions, which apply only to activities that must be fulfilled to receive assistance.
Simplified Due Diligence (SDD)
Also known as minimal Know-Your Customer (KYC); can be a feature of a card product. National regulations will influence when SDD can be used.
Tendering
Also known as tender process. Process of inviting suppliers or services providers to submit proposals, offers and the like, with the intention of generating a purchase order or a contract.
Unconditional Transfer
Unconditional transfers are provided without the recipient having to do anything to receive the assistance, other than meet the intervention’s targeting criteria (targeting being separate from conditionality).
Unrestricted Transfer
Unrestricted transfers can be used as the recipient chooses i.e. no effective limitations are imposed by the implementing agency on how the transfer is spent. Cash transfers are by definition unrestricted in terms of use.
Value Voucher (key term)
A value voucher has a denominated cash value and can be exchanged with participating vendors for goods or services of an equivalent monetary cost. Value vouchers tend to provide relatively greater flexibility and choice than commodity vouchers but are still inherently restricted as they can only be exchanged with designated vendors.
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Financial Service Provider (FSP) Framework Agreement, Tip-Sheet

FSP procurement 

A framework agreement (FA) is a long-term written agreement established between an organization and a selected supplier for an agreed period of time. The contract is for specific goods or services at agreed prices and quality. An FSP framework agreement is established to ensure a reliable source of supply for services to quickly deliver cash assistance to affected populations in case of a disaster.

The FSP agreement needs to be established following a proper procurement (tendering) process. 

Online learning 

To quickly build or refresh your skills on FSP procurement, the IFRC has developed an online course which will guide you through the steps to procuring financial services for cash assistance. 

This course is aimed at programme staff implementing cash assistance through FSPs. It is also useful for those of you working in Logistics, Procurement and Finance. It covers topics such as cash feasibility, setting the service requirements, evaluating, selecting and contracting an FSP, and supplier performance management. The course consists of 13 smaller modules and can be finalised in approximately 2 hours. 

		



		

		Go to course

		 





Before you start FSP procurement 

Familiarise yourself with section 3.6 Procurement of Cash Related Services of the 2018 IFRC Procurement Manual chapter 2.3 Framework Agreement & and 3.6 Procurement of Cash Related Services as well as the Cash in Emergencies Toolkit.

Emergency appeals

As per the IFRC Procurement Manual: 1.3.3 NS operating under Disaster Response Emergency Funds (page 14) please note the follow:

(a) in a DREF operation, if NS is to carry out local procurement with DREF funding, national procurement procedures can be followed, subject to compliance with provisions stipulated in Sections 1.2, 1.3.8 and Appendix 42

(b) if the operation is covered by an Emergency Appeal, or if NS requests support in procurement from IFRC, IFRC procurement procedures must be followed. If an emergency appeal is launched for a DREF-funded operation, the project manager is responsible for immediately informing the relevant regional LPSCM PA in order to ensure the implementation of IFRC procurement procedures or a compliance check of an existing agreement.

Pre-contracting FSPs 

Even if the NS FSP Framework Agreement is not immediately being used for an Emergency Appeal but might be used in the future to implement cash assistance for an appeal then IFRC procedures MUST have been followed. 

In the case where an NS has an FSP FA in place already, it will be necessary to check the procurement file (this can be very time consuming). If the procurement is not compliant with IFRC procurement rules then a new tender for an FSP will have to be carried out.

It is therefore STRONGLY RECOMMENDED that you liaise with the Regional Logistics Unit (RLU) prior to and during the FSP procurement process to ensure compliance. The RLU can also get technical support from the Global Cash-Logistics focal point in Geneva.

Contacts

Rishi RAMRAKHA rishi.ramrakha@ifrc.org Nairobi – Africa region

Melinda OROSZ Melinda.OROSZ@ifrc.org BUD – Europe / Global Operational Procurement

Goran BOLJANOVIC Goran.BOLJANOVIC@ifrc.org BUD – Europe / Global Operational Procurement



If not already in contact, it is also useful to get in touch with the IFRC regional and global cash delegates:

Maja Tønning Maja.TONNING@ifrc.org Africa

Bilal Hussain SHAH Bilal.SHAH@ifrc.org Global



IFRC Procurement Manual 

It is important to read in the IFRC Procurement manual chapters: 2.2.3 Criteria for Supplier Pre-qualification; 2.3 on Framework Agreements and 3.6 Procurement of Cash Related Services. 

Key points: 

· An open tender process must be used with sealed bids being submitted by FSPs

· On open tender requires a public advertisement (templates in the Procurement Manual) and allows all potential suppliers interested in bidding to participate

· Open tenders do not have to be international tenders, they can also be local tenders

· Potential Suppliers for FAs are selected based on strict criteria, such as professionalism and knowledge of international trade, reliability, service capability, coverage, liquidity, price range, quality assurance, compliance with regulations, and their previous record.

· Contract period is 2 years with a possible 2-year extension with a maximum of 4 years in total 

· FA have no legal obligation to order any minimum or maximum quantity

· FAs shall be non-exclusive, hence IFRC may establish FAs with different Suppliers for the same services.

FSP FAs are usually established for services that expected to be used frequently and usually cover several regions or even a whole country.

To ensure that we get both a service provider that has the capacity to meet our implementation requirements as well as getting the best price possible, which can often be a cheaper unit or transaction price where there are bigger volumes it is essential to estimate typical/expected yearly procurement volumes.

Scope of Work 

Providing information in the Scope of Work (SoW) document including

· Geographical areas

· Number of HHs per response

· Transfer value*

· Project duration

· Number of responses a year

An NS that typically responds to two big disasters a year with 10,000 HHs each receiving 3 x 100CHF grants in monthly installments has different service requirements to another NS that has 10 responses a year but only 2000 HHs each time with a transfer value of 50CHF but 6 monthly installments and therefore might require a different FSP even though the overall contract value is the same.

* The FA will not detail the transfer value explicitly but it will give an idea of the typical value size (an average or maybe a range) which helps the FSP give the tariff of charges for the anticipated service as well as understanding the liquidity requirements they will need. 

Use previous NS responses to collate information on the above bullet points and build up the SoW. Estimated volumes should be realistic, don’t overinflate volumes to get a better price, the important point is to select and contract an appropriate FSP with the best service for the price.



[image: ]



Key tools and templates

Scope of Work (SoW) document 

The SoW is used to give detail and context of the typical cash assistance programme and what the FSP needs to understand about us and the way we work so they can be sure their service will be a good fit.

Request for Proposals (RFP) FSP response sheet 

This document lists the specifications or requirements of the service. The headers should remain and there should be AT LEAST ONE question per header. This is a template, adapt to your context. These are the questions we are asking of the FSPs and we will evaluate their responses to understand if they meet our needs or not

Comparative Bid Analysis (CBA) technical evaluation 

We use the CBA to openly and objectively analysis and score FSPs on their ability to meet our requirements. The headers in the RFP FSP Response sheet match the sections in the CBA. We should ask the questions in the response sheet that enables us to assess the FSP. There is a financial health section (this is not about costs) but how solvent and reliable and secure an FSP is. Only FSPs who reach the minimum score will move through to the next step where the technical solution, the payment service, is evaluated. Costs are also included in here. It might be necessary to look at a typical way a recipient might use access and/or use there grant to determine what a typical cost might be. For responses that vary in size and scale it might be worth looking at a small-scale operation and the associated costs and a large scale. As FSPs that are good value for money at the large scale might be significantly more expensive for small scale operations.

Cost breakdown template 

This template is used to get the FSPs to provide costs in a similar manner. Financial services costs are complex and charged in many different ways. It is helpful to have some standardization and consistency to be able to compare between suppliers. This is adaptable to the context. 

Standard contract template 

These templates ned to be adapted and include specific service details and information from the SoW document and requirements sheet.











[bookmark: _MON_1646842919][bookmark: _MON_1646844103]

There are additional requirements checklist on the Cash in Emergencies Toolkit which may be useful.

Using the framework agreement

FAs remove the need to undertake the procurement process before each response, but they still need authorisation to access and use the service. Typically, this could mean a Logistics Requisition (LR) to request the volume of service and the associated fees AND a Request for Payment to finance to transfer the funds to be transferred to the recipients.

Standard Operating Procedures (SOPs) should be drafted to reflect how and by whom the process is undertaken. Remember to ensure segregation of duty between tasks. The authorisation process might follow the same at the standard within the NS. However, for cash assistance to be delivered at speed and scale it might be possible to have a secure but reduced approval matrix as the FA is a tried and tested method with a reliable FSP.

An example of a delivery mechanism SOP is given below.





Public



Public
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International Red Cross and Red Crescent Movement I Cash in Emergencies Toolkit


Service providers – Scope of work template





1. Background and context


Briefly describe the project (objectives, activities, locations, number of beneficiaries, cash modalities, dates, amounts, etc.) and the surrounding context in one page, maximum.


2. Purpose of the service requested


Describe the financial service requested: type of service (model of distribution, etc.), number of transfers, amount and frequency, delivery type, date and organization, expected number of transfers/beneficiaries per delivery, number of delivery points, time-frame of delivery, monitoring and reporting, access of beneficiaries to service, etc.


Describe financial requirements: payments processed, reporting, reversal of remaining funds, etc.


3. Duties of the service provider


Describe the tasks the service provider will have to perform: e.g., identification delivery point and schedule, provision of reference number, verification identity, training and awareness, crowd management, customer service or technical focal point for RCRC, complaints mechanism, delivery of cash, set-up of monitoring system, reporting, collection of documents, delivery of cards, etc. 


Define the time-frame and geographical coverage. 


4. Deliverables


Describe the detail of expected outputs: amount transferred and number of beneficiaries, reporting, beneficiary satisfaction, problem and conflict resolution, etc.


5. Quality standards


Define the quality standards applicable to the services requested.


6. Support to be provided by the Red Cross Red Crescent


Describe the Red Cross Red Crescent’ potential roles and responsibilities, which should be detailed further in the service proposal and can include: provision of information on beneficiaries, distribution of cards, monitoring, transfer of resources to a corporate account, VAT exemption, staff assistance, office space and equipment (if any), etc.





Include a preliminary time schedule of activities and relevant reports, and programme-related documents (if any) as annexes.



ANNEX I: Technical proposal contents


			1.	Experience and capacity





			· Type of service proposed





			· Years of experience, experience in areas targeted





			· Use of sub-contractors, intermediary or outlets





			· Number and location of delivery points in targeted areas





			· Potential coverage (area covered by service – access for beneficiaries)





			· Daily capacity per points (amounts and number of customers)





			· Human resources available





			· Readiness and time to deliver





			2.	Approach





			· Step-by-step procedure for the set-up of the transfer mechanism





			· Step-by-step procedure for the transfer





			· Step-by-step procedure for the creation of new agents/outlets if applicable





			· Requirements: provision of information, opening of account, etc. 





			· Security features and internal control processes (for transfer or withdrawal)





			· Process for payment of fees





			· Complaint procedures





			· Technical support





			· ICT system, if applicable





			· Monitoring and reporting system





			· Awareness and training, if applicable





			· Compliance with financial requirements





			3.	Pricing





			4.	Respective responsibilities (service provider/subcontractor/organization)












ANNEX II: Evaluation criteria


			1. Experience and capacities





			· Years of experience


· Experience in target areas


· Use of sub-contractors/intermediaries


· Number of delivery points in target areas


· Potential coverage and beneficiary access


· Daily capacity per point of delivery


· Time to deliver


· etc.





			2. Technical criteria





			· Readiness or time to set-up system


· Time to deliver, staff and human resources


· Convenience for beneficiaries (processes)


· Convenience (i.e. bulk transfer, processes)


· KYC and information requested from beneficiaries/RCRC


· Security/reporting


· Monitoring and follow-up system


· Complaints and technical support system


· Compliance with financial requirement


· Transparency and accountability


· Reliability


· etc.





			3. Costs





			· Include cost of transfer


· Opening and maintaining account


· Account closure


· Reversal fees


· Production cards


· Monitoring and reporting


· Loading fees


· Software


· Charges for withdrawal for beneficiaries


· etc.
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RFP FSP response sheet template FINAL.docx

International Red Cross and Red Crescent Movement I Cash in Emergencies Toolkit


International Red Cross and Red Crescent Movement I Cash in Emergencies Toolkit


RFP FSP SUPPLIER RESPONSE SHEET


Status: Requirements that are Mandatory will be marked with a R for required and must be provided.  Requirements that are Optional will be marked with a P for preferred, costing band information does not need to be provided for preferred requirements.  Requirements marked with an I for information require a response from the supplier. 


Please confirm if a requirement can be met or not with a YES or No response.  If no, please explain why in the comments column.  Additional comments and information can be provided for YES answers if you would like.


Instructions for use:  The sections (1) – (11) cannot be changed as these relate to the headings in the CBA.  But the questions within the sections can be adapted or deleted and you can add new questions.  There must be at least one question in each section. Text highlighted in yellow will need to be adapted to your particular operation/tender. Please use the following tools from the Cash in Emergencies (CiE) Toolkit to help you adapt this template: M4_3_1_1 Mobile Money Requirements Checklist; M4_3_1_2 Value Card Requirements Checklist; M4_3_1_3 E-transfer Requirements Checklist; M4_3_4_2 Data Protection Clause Template.; 


The current status (R/P/I) are suggestions only please change these to match your context. Remember the more mandatory requirements the most difficult it will be for FSPs to be able to meet them all which could result in a failed tender.  Used R for critical requirements for FSPs to be able to provide the service and P to be able to evaluate between suppliers as to who provides the best service. 


Please delete the instruction for use and remove any yellow highlighting before including this as part of the tender package.


			


			Status (X)


			Response


YES/NO


			Supplier comments & additional information





			(1) Primary Business Information 





			Please provide a copy of registration, date of incorporation, ownerships, declaration of undertaking


			R


			Y/N


			





			(2) Implementation Experience





			Please state prior experience in implementing cash programme of similar nature and/or scale, with names of countries, programmes, and service recipients. 


			I


			Y/N


			





			(3) Size Organization and Management 





			Please provide annual turnover, total/assets/total liabilities/audited financial statements etc. (for lead FSP and for partners[footnoteRef:1] if applicable [1:  Depending on the situation we might need to evaluate the FSP partners as well as the FSP so adapt the questions in the template accordingly.] 



			R


			Y/N


			





			The Financial Service Provider is responsible for and liable for the quality of its partners.


			R


			Y/N


			





			(4) Reputation, Reliability and Solvency  





			Financial service provider meets industry standards for regulatory, compliance and risk management (including partners and sub-contractors).


			R


			Y/N


			





			Financial service provider meets industry standards for data Protection, integrity and security (including partners and sub-contractors). 


			R


			Y/N


			





			Financial service provider is fully responsible for meeting in-country legal, regulatory and currency requirements.


			R


			Y/N


			





			Financial service provider offers competitive rates to the Red Cross Red Crescent and its Partners


			R


			Y/N


			





			(5) Guarantee from Government body 





			Please provide any information of bank guarantees or similar provided to enhance your service 


			I


			n/a


			





			(6) Fund Flow Process from IFRC to recipient 





			What are the minimum/maximum transfer limits or thresholds and what is the minimum/maximum level of funds that need to be in the holding account at any time?


			I


			n/a


			





			Please provide information on the process and how long it will take for the funds to be available for distribution once they have been transferred from the IFRC bank account to the supplier bank account


			I


			n/a


			





			(7) Safety and Security Risks





			Adequate insurance and risk management mechanisms should be put in place by the FSP and will not be covered by the IFRC.  


			R


			Y/N


			





			The supplier will be responsible and liable for the money until it is distributed to the recipients.  The IFRC cannot take any responsibility or liability for any type of loss incurred during transport or before, during or after distribution.


			R


			Y/N


			





			The use of armed escorts is not allowed for transport and distribution of IFRC funds and programmes.  Please explain how the money will be transported and distributed safely and securely.


			R


			Y/N


			





			The supplier is responsible for securing and transporting the money to the delivery point and setting up the cashiers.  Please describe how that process will work in practice.


			R


			Y/N


			





			Describe the data protection policy is in place governing management (collection, storing, processing, sharing, transfer to third parties and disposal) of beneficiary data.  Please detail any local laws you must uphold with regards to data protection.


			R


			Y/N


			





			The service provider is able to encrypt the data between the aid agency and the FSP and any sub-contracts


			R


			Y/N


			





			(8) Financial service provider payment product requirements





			Please describe your electronic cash solution, how it works, who can access it, what the requirements for access are, what language it operates in, what training can be provided for users.


			I


			n/a


			





			Please descript the registration process, share a template if available.  Are bulk registrations possible and if so in what format (Excel, CSV files etc.)


			I


			n/a


			





			Please describe what information is required from IFRC, when and in what form for the electronic transfer to me made to our registered recipients. 


			I


			n/a


			





			The service provider shall define a focal person who can provide technical support to the IFRC including trouble shooting during office hours on distribution days.


			R


			Y/N


			





			Card-based tool requirements – ATM/PoS, single-load / multi-load, branded/unbranded, activation, restrictions etc. 


			R/P


			Y/N


			





			On-line user interface:  Can you provided a web-based, online system for  managing account, simple, user-friendly, available in LANGUAGE, with IT REQUIREMENT FOR SOFTWARE/HARDWARE


			R/P


			Y/N


			





			(9) FSP Cash Disbursement abilities  





			Cash can be provided now to COMMUNITY  GROUPS (e.g. nationals, non-nationals, refugees etc.) Please explain what criteria is required to do this. If not please provide approximate time lines for activities that need to be conducted before distribution can occur.


			R


			Y/N


			





			Cash can be provided now to COMMUNITY GROUPS e.g. nationals, non-nationals, refugees etc.)  With LIMITATIONS (e.g. no mobile phones, no documents, cannot leave camp etc.) Please explain what criteria is required to do this. If not, please provide approximate time lines for activities that need to be conducted before distribution can occur.


			P


			Y/N


			





			Details of all checks including but not limited to: Know Your Customer (KYC), Anti-Money Laundering (AML) and anti-terrorism checks. What information and in what form do you need, what data will you share, in what format and with whom?  For COMMUNITY TYPES (a) nationals and (b) non-nationals etc.  


			I


			n/a


			





			Please specify if any government approval is required before being proceeding cash disbursement to COMMUNITIES/LOCATIONS (e.g. camps). If so, describe the process


			I


			n/a


			





			Cash will be provided over the counter to recipients.  Please confirm which denominations would be provided. 


			I


			n/a


			





			Please advise how many payments per day would be processed and what volume of cash could be distributed a day. 


			I


			n/a


			





			The distribution procedures shall be agreed as per the contract between the Supplier and the IFRC. The IFRC proposes to share the information for a distribution (location, number of beneficiaries, cash grant values) with the supplier X days before the distribution.   Please share your standard distribution procedures or outline how this process will work including information required. Confirm if you can meet the proposed timelines and if not please propose timelines you could meet.


			R


			Y/N


			





			Acceptance of monitoring during distributions by IFRC and/or a third party


			R


			Y/N


			





			Any undistributed funds at the end of (a) a distribution (b) a phase and (c) the project shall be reverted to the IFRC as per the terms and conditions of the contract.


			R


			Y/N


			





			(10) Coverage 





			Financial service provider must be able to provide cash in at least one / some / all LOCATIONS


			R


			Y/N


			





			Financial service provider provides a high level of access in LOCATIONS. Give indicative numbers of branches, cash-out agents, microfinance partners, mobile banking, other (please specify) etc.  Financial service provider provides a high level of access in COMMUNITIES/LOCATIONS 


			R


			Y/N


			





			Please provide information on any geographical areas (specify level of detail) where the PRODUCTS / DELIVERY MECHANISMS will not function or has limited coverage


			I


			n/a


			





			Inform what are the operating hours and days to disburse the cash in each COMMUNITY/LOCATION (state the village/camp name) 


			I


			n/a


			





			TYPE OF NATURAL DISASTER (e.g. flooding, monsoon etc.) contingency plans. Please explain how access levels will be affected by seasonal weather and which if any geographical areas you might not be able to service or would have limited coverage.  Please describe your contingency plans and alternative solutions for people to receive their money, for example during NATURAL DISASTER season. Respective areas are LOCATIONS


			I


			n/a


			





			(11) Other / Added value FSP activities 





			Training Capabilities: staff & volunteers / community 


			R/P


			Y/N


			





			Technical Support – please describe the technical support for Red Cross Red Crescent staff in managing the payment tool.


			R


			Y/N


			





			Customer service capabilities: helpline, addressing issues, languages, providing statistics etc. please describe the service available 


			P


			Y/N


			





			Other – if you have financial inclusion / mass communication services / innovative solution etc. please describe how this works 


			I


			n/a


			





			(12) FSP Reporting and Reconciliation Abilities





			The supplier shall distribute cash grants and allow the beneficiary sufficient time to count the funds received in a safe/private location agreed upon with IFRC and FSP.  Each beneficiary will sign the distribution list as proof of receipt. The distribution list (Identification Number, name, amount and signature) will be provided by IFRC.  A copy of the receipt will later be provided to the IFRC.


			R


			Y/N


			





			For 1. Cash Disbursement. At the end of each distribution, a daily distribution and reconciliation report is signed by IFRC and FSP.  The FSP shall submit on the day of the distribution:


a. Daily Reconciliation Report in English provided by IFRC


b. Supporting documentation: collected token and distribution list signed





If the deadline is not achievable, please provide an alternative


			R


			Y/N


			





			For 2. Electronic cash. Financial service provider must provide (i) an Official a Proof of Payment Record with name/reference number, data and value.  The Financial Service provider could provide a report on total amount 1. Received from IFRC 2. Transferred to beneficiaries 3. Total spent by beneficiaries 4 Balance unspent by beneficiaries


			R


P


			Y/N


Y/N


			





			The FSP shall submit on a weekly or monthly basis a consolidated report with the following data:


c. Consolidated distribution report


d. Service fee invoice





			R


			Y/N


			





			Financial service provider has the ability to produce electronic status statements and engage in reconciliation processes with the IFRC.


			P


			Y/N


			





			Miscellaneous





			Financial service provider can provide all prices for the service in the Pricing Template


			R


			Y/N


			





			Please confirm that you can meet the deadlines for implementation outlined in the SoW.  If not please provides an alternative  timeline for implementing the cash assistance 
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Synthesis








			Summary of Technical and Financial Evaluation of bids for Services





			Technical Evaluation - max 70 points


			Minimum qualifying score for technical evaluation - 70 points


									Service Provider 1						Service Provider 2						Service Provider 3						Service Provider 4


			Financial Technical  Evaluation score                (base max 30 points)						0						0						0						0





			Qualified for financial evaluation						NA						NA						NA						NA


									ERROR:#REF!						ERROR:#REF!						ERROR:#REF!						ERROR:#REF!


			Technical Evaluation score                (base max 70 points)						0						0						0						0





			Technical Evaluation score                   (base max 70 points)						NA						NA						NA						NA








			Technical Ranking																								





			Financial Evaluation - max 30 points																														                                                                                                                                                                                                                                                





			Financial Evaluation score                  (base max 30 points)						30.00						0.00						0.00						0.00


									ERROR:#REF!						ERROR:#REF!						ERROR:#REF!						ERROR:#REF!


			Financial Ranking																								





			Summary of Technical and Financial Evaluation





			Total evaluation score                         (base max 100 points)						NA						NA						NA						NA





			Total Ranking 
(Technical 70 + Financial 30)																								


			Request for Proposal (RFP) N°:





			Country / Location:





			Service Item Details:





			Service Provider Recommendation:





			Prepared and submitted by / date:


									Evaluator / Procurement Officer


			Approved by:


									Head of Logistics





Page &P






Service Provider 1 








															Service Provider 1 :





						TECHNICAL EVALUATION GRID





															Comment / proof provided						Rating   (1-4)						max. nb of points			Sub Total in %			Max. points (base100)			Points gained			Total points gain			Total max. allocated points


						Structure and Capacity			1			Primary business information, copy of registration, date of incorporation, ownerships, declaration of undertaking. 						0									2			7%			2			0.00			- 0			30


									2			Implementation experience. Implementing cash programme of similar nature and/or scale with names of countries, programmes and service recipients. Though experience in humanitarian context is preferred, scale should be emphasised over context.
						0									2			7%			2			0.00


									3			Size, Organization and Management. Includes Annual turnover of the company, Total assets/Total liabilities, and Accessibility/Coverage within the country . This reflects capacity and reliability to carry deliver service. 						0									4			13%			4			0.00									100%			30%


						Financial Health and Credibility 			4			Reputation, Reliability, and Solvency, Credit rating and/or audited financial statements is used to assess the financial health of the company.  If rating is not available, audited financial statements for two years (covering three financial periods) should be used for analysis.						0						2			16			53%			16			0.00


									5			Guarantee from Government body, Based on nature and amount of guarantee (e.g. Banks guaranteed by Government may compensate for low credit rating in countries under exceptional economic circumstances)						0									2			7%			2			0.00


						Fund transfer process			6			Fund flow process, from IFRC to beneficiary, This would allow evaluation of parties/partners involved in the transaction, and the level of exposure to financial risks.						0									4			13%			4			0.00


						FINANCE TECHNICAL VALIDATION (If total points gained is below 14 - the offer shall not be evaluated further)															0			2			30			1			30			0.00			0			30


						Adequacy of Proposed Methodology and Work Plan			7			Security and Risk Management. (Appropriateness for operational context). The extend to which the proposal mitigates theft of funds and data protection breaches			


Claire DURHAM: Claire DURHAM:
Not sure we can rate this without knowing what "officially registered mean or what "checks performed" means			0									5			7%			5			0.00			- 0			70


									8			FSP Payment Service Solution . (technical solution) Is the proposed solution suitable to meet the programme objectives? Are important issues approached in an innovative and efficient way?						0									15			21%			15			0.00


									9			Cash Disbersement abilities  (transfer and liquidity capability) Ability to transfer funds to the targets community, the ability for the targeted comminity to received their funds, with sufficient liquidity and how will undistributed funds be handled? 			


Claire DURHAM: Claire DURHAM:
Reports are in Greek language not English.			0									15			21%			15			0.00


									10			Coverage. (branches, locations  and opening times). Is  agent distribution network is big enough, close enough  and reliable enough  to enable distribution without significant time/cost to recipients			


Claire DURHAM: Claire DURHAM:
FSP responded No to 4 mandatory requirements, this has to be a 0 or 1 rating.  Needs clarification because it looks like the on-line system is for the card user not agency. Also system is in Greek language only and "could be translated into English for phase 2 but unlear on cost/timelines)			0									10			14%			10			0.00


									11			FSP Training, Technical  Support and oher abilities (including financila inclusion, mass communication etc) The value added activities that can be provided by FSP to enhance or facilitate  the implementation. 						0									5			7%			5			0.00


									12			FSP reporting abilities (reporting/documenting abilities) Ability to track and monitor expenditures between IFRC and FSP; FSP and beneficiary. Is there sufficient reporting to fulfill to audit's minimum requirements? Is there a fair degree of functionality that facilitiates the monitoring of the proposed work plan? 						0									10			14%			10			0.00


									13			Clarity of proposal.                                                                                  Are the various points coherent and decision points well defined?			


Claire DURHAM: Claire DURHAM:
There is no leadtime given for MasterCard to approve the logo and card design.  The others say MC need approx 8 weeks to agree logo.  Needs clarification.			0									5			7%			5			0.00


									14			Timeliness of Output.                                                                   Is proposed activity schedule realistic?                                               Are requested output provided on time ?						0									5			7%			5			0.00									100%			70%


						PROGRAMME TECHNICAL VALIDATION															0			0			70			1			70			0.00			0			70


						TOTAL TECHNICAL VALIDATION																					100			3			100			0.00			0			100						ERROR:#REF!











									Rating to apply


									1			Poor


									2			Satisfactory


									3			Good			Prepared and submitted by: 


									4			Very Good															Evaluator / Procurement Officer


						Feedback for service provider:
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Techincal rating (2)


						1. Technical rating based on credit rating (according to Fitch, though equivalent may be used)


						0			Zero			Default/Restricted Default/No Rating


						1			Poor			C/CC/CCC/B/BB


						2			Satisfactory			BBB


						3			Good			A


						4			Very good			AA/AAA





						2. Guarantee from Government Body


						0			Zero			Below 50%, or no guarantee


						1			Poor			50-69%


						2			Satisfactory			70-79%


						3			Good			80-99%


						4			Very good			100%











Service Provider 2








															Service Provider 2 :





						TECHNICAL EVALUATION GRID





															Comment / proof provided						Rating   (1-4)						max. nb of points			Sub Total in %			Max. points (base100)			Points gained			Total points gain			Total max. allocated points


						Structure and Capacity			1			Primary business information, copy of registration, date of incorporation, ownerships, declaration of undertaking. 						0									2			7%			2			0.00			- 0			30


									2			Implementation experience. Implementing cash programme of similar nature and/or scale with names of countries, programmes and service recipients. Though experience in humanitarian context is preferred, scale should be emphasised over context.
						0									2			7%			2			0.00


									3			Size, Organization and Management. Includes Annual turnover of the company, Total assets/Total liabilities, and Accessibility/Coverage within the country . This reflects capacity and reliability to carry deliver service. 						0									4			13%			4			0.00									100%			30%


						Financial Health and Credibility 			4			Reputation, Reliability, and Solvency, Credit rating and/or audited financial statements is used to assess the financial health of the company.  If rating is not available, audited financial statements for two years (covering three financial periods) should be used for analysis.						0						2			16			53%			16			0.00


									5			Guarantee from Government body, Based on nature and amount of guarantee (e.g. Banks guaranteed by Government may compensate for low credit rating in countries under exceptional economic circumstances)						0									2			7%			2			0.00


						Fund transfer process			6			Fund flow process, from IFRC to beneficiary, This would allow evaluation of parties/partners involved in the transaction, and the level of exposure to financial risks.						0									4			13%			4			0.00


						FINANCE TECHNICAL VALIDATION (If total points gained is below 14 - the offer shall not be evaluated further)															0			2			30			1			30			0.00			0			30


						Adequacy of Proposed Methodology and Work Plan			7			Security and Risk Management. (Appropriateness for operational context). The extend to which the proposal mitigates theft of funds and data protection breaches			


Claire DURHAM: Claire DURHAM:
Not sure we can rate this without knowing what "officially registered mean or what "checks performed" means			0									5			7%			5			0.00			- 0			70


									8			FSP Payment Service Solution . (technical solution) Is the proposed solution suitable to meet the programme objectives? Are important issues approached in an innovative and efficient way?						0									15			21%			15			0.00


									9			Cash Disbersement abilities  (transfer and liquidity capability) Ability to transfer funds to the targets community, the ability for the targeted comminity to received their funds, with sufficient liquidity and how will undistributed funds be handled? 			


Claire DURHAM: Claire DURHAM:
Reports are in Greek language not English.			0									15			21%			15			0.00


									10			Coverage. (branches, locations  and opening times). Is  agent distribution network is big enough, close enough  and reliable enough  to enable distribution without significant time/cost to recipients			


Claire DURHAM: Claire DURHAM:
FSP responded No to 4 mandatory requirements, this has to be a 0 or 1 rating.  Needs clarification because it looks like the on-line system is for the card user not agency. Also system is in Greek language only and "could be translated into English for phase 2 but unlear on cost/timelines)			0									10			14%			10			0.00


									11			FSP Training, Technical  Support and oher abilities (including financila inclusion, mass communication etc) The value added activities that can be provided by FSP to enhance or facilitate  the implementation. 						0									5			7%			5			0.00


									12			FSP reporting abilities (reporting/documenting abilities) Ability to track and monitor expenditures between IFRC and FSP; FSP and beneficiary. Is there sufficient reporting to fulfill to audit's minimum requirements? Is there a fair degree of functionality that facilitiates the monitoring of the proposed work plan? 						0									10			14%			10			0.00


									13			Clarity of proposal.                                                                                  Are the various points coherent and decision points well defined?			


Claire DURHAM: Claire DURHAM:
There is no leadtime given for MasterCard to approve the logo and card design.  The others say MC need approx 8 weeks to agree logo.  Needs clarification.			0									5			7%			5			0.00


									14			Timeliness of Output.                                                                   Is proposed activity schedule realistic?                                               Are requested output provided on time ?						0									5			7%			5			0.00									100%			70%


						PROGRAMME TECHNICAL VALIDATION															0			0			70			1			70			0.00			0			70


						TOTAL TECHNICAL VALIDATION																					100			3			100			0.00			0			100						ERROR:#REF!











									Rating to apply


									1			Poor


									2			Satisfactory


									3			Good			Prepared and submitted by: 


									4			Very Good															Evaluator / Procurement Officer


						Feedback for service provider:
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Service Provider 3








															Service Provider 3:





						TECHNICAL EVALUATION GRID





															Comment / proof provided						Rating   (1-4)						max. nb of points			Sub Total in %			Max. points (base100)			Points gained			Total points gain			Total max. allocated points


						Structure and Capacity			1			Primary business information, copy of registration, date of incorporation, ownerships, declaration of undertaking. 						0									2			7%			2			0.00			- 0			30


									2			Implementation experience. Implementing cash programme of similar nature and/or scale with names of countries, programmes and service recipients. Though experience in humanitarian context is preferred, scale should be emphasised over context.
						0									2			7%			2			0.00


									3			Size, Organization and Management. Includes Annual turnover of the company, Total assets/Total liabilities, and Accessibility/Coverage within the country . This reflects capacity and reliability to carry deliver service. 						0									4			13%			4			0.00									100%			30%


						Financial Health and Credibility 			4			Reputation, Reliability, and Solvency, Credit rating and/or audited financial statements is used to assess the financial health of the company.  If rating is not available, audited financial statements for two years (covering three financial periods) should be used for analysis.						0						2			16			53%			16			0.00


									5			Guarantee from Government body, Based on nature and amount of guarantee (e.g. Banks guaranteed by Government may compensate for low credit rating in countries under exceptional economic circumstances)						0									2			7%			2			0.00


						Fund transfer process			6			Fund flow process, from IFRC to beneficiary, This would allow evaluation of parties/partners involved in the transaction, and the level of exposure to financial risks.						0									4			13%			4			0.00


						FINANCE TECHNICAL VALIDATION (If total points gained is below 14 - the offer shall not be evaluated further)															0			2			30			1			30			0.00			0			30


						Adequacy of Proposed Methodology and Work Plan			7			Security and Risk Management. (Appropriateness for operational context). The extend to which the proposal mitigates theft of funds and data protection breaches			


Claire DURHAM: Claire DURHAM:
Not sure we can rate this without knowing what "officially registered mean or what "checks performed" means			0									5			7%			5			0.00			- 0			70


									8			FSP Payment Service Solution . (technical solution) Is the proposed solution suitable to meet the programme objectives? Are important issues approached in an innovative and efficient way?						0									15			21%			15			0.00


									9			Cash Disbersement abilities  (transfer and liquidity capability) Ability to transfer funds to the targets community, the ability for the targeted comminity to received their funds, with sufficient liquidity and how will undistributed funds be handled? 			


Claire DURHAM: Claire DURHAM:
Reports are in Greek language not English.			0									15			21%			15			0.00


									10			Coverage. (branches, locations  and opening times). Is  agent distribution network is big enough, close enough  and reliable enough  to enable distribution without significant time/cost to recipients			


Claire DURHAM: Claire DURHAM:
FSP responded No to 4 mandatory requirements, this has to be a 0 or 1 rating.  Needs clarification because it looks like the on-line system is for the card user not agency. Also system is in Greek language only and "could be translated into English for phase 2 but unlear on cost/timelines)			0									10			14%			10			0.00


									11			FSP Training, Technical  Support and oher abilities (including financila inclusion, mass communication etc) The value added activities that can be provided by FSP to enhance or facilitate  the implementation. 						0									5			7%			5			0.00


									12			FSP reporting abilities (reporting/documenting abilities) Ability to track and monitor expenditures between IFRC and FSP; FSP and beneficiary. Is there sufficient reporting to fulfill to audit's minimum requirements? Is there a fair degree of functionality that facilitiates the monitoring of the proposed work plan? 						0									10			14%			10			0.00


									13			Clarity of proposal.                                                                                  Are the various points coherent and decision points well defined?			


Claire DURHAM: Claire DURHAM:
There is no leadtime given for MasterCard to approve the logo and card design.  The others say MC need approx 8 weeks to agree logo.  Needs clarification.			0									5			7%			5			0.00


									14			Timeliness of Output.                                                                   Is proposed activity schedule realistic?                                               Are requested output provided on time ?						0									5			7%			5			0.00									100%			70%


						PROGRAMME TECHNICAL VALIDATION															0			0			70			1			70			0.00			0			70


						TOTAL TECHNICAL VALIDATION																					100			3			100			0.00			0			100						ERROR:#REF!











									Rating to apply


									1			Poor


									2			Satisfactory


									3			Good			Prepared and submitted by: 


									4			Very Good															Evaluator / Procurement Officer


						Feedback for service provider:
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Service Provider 4








															Service Provider 1 :





						TECHNICAL EVALUATION GRID





															Comment / proof provided						Rating   (1-4)						max. nb of points			Sub Total in %			Max. points (base100)			Points gained			Total points gain			Total max. allocated points


						Structure and Capacity			1			Primary business information, copy of registration, date of incorporation, ownerships, declaration of undertaking. 						0									2			7%			2			0.00			- 0			30


									2			Implementation experience. Implementing cash programme of similar nature and/or scale with names of countries, programmes and service recipients. Though experience in humanitarian context is preferred, scale should be emphasised over context.
						0									2			7%			2			0.00


									3			Size, Organization and Management. Includes annual turnover of the company, total assets/total liabilities, and accessibility/coverage within the country . This reflects capacity and reliability to carry deliver service. 						0									4			13%			4			0.00									100%			30%


						Financial Health and Credibility 			4			Reputation, Reliability, and Solvency, Credit rating and/or audited financial statements is used to assess the financial health of the company.  If rating is not available, audited financial statements for two years (covering three financial periods) should be used for analysis.						0						2			16			53%			16			0.00


									5			Guarantee from Government body, Based on nature and amount of guarantee (e.g. Banks guaranteed by Government may compensate for low credit rating in countries under exceptional economic circumstances)						0									2			7%			2			0.00


						Fund transfer process			6			Fund flow process, from IFRC to beneficiary, This would allow evaluation of parties/partners involved in the transaction, and the level of exposure to financial risks.						0									4			13%			4			0.00


						FINANCE TECHNICAL VALIDATION (If total points gained is below 14 - the offer shall not be evaluated further)															0			2			30			1			30			0.00			0			30


						Adequacy of Proposed Methodology and Work Plan			7			Security and Risk Management. (Appropriateness for operational context). The extend to which the proposal mitigates theft of funds and data protection breaches			


Claire DURHAM: Claire DURHAM:
Not sure we can rate this without knowing what "officially registered mean or what "checks performed" means			0									5			7%			5			0.00			- 0			70


									8			FSP Payment Service Solution . (technical solution) Is the proposed solution suitable to meet the programme objectives? Are important issues approached in an innovative and efficient way?						0									15			21%			15			0.00


									9			Cash Disbersement abilities  (transfer and liquidity capability) Ability to transfer funds to the targets community, the ability for the targeted comminity to received their funds, with sufficient liquidity and how will undistributed funds be handled? 			


Claire DURHAM: Claire DURHAM:
Reports are in Greek language not English.			0									15			21%			15			0.00


									10			Coverage. (branches, locations  and opening times). Is  agent distribution network is big enough, close enough  and reliable enough  to enable distribution without significant time/cost to recipients			


Claire DURHAM: Claire DURHAM:
FSP responded No to 4 mandatory requirements, this has to be a 0 or 1 rating.  Needs clarification because it looks like the on-line system is for the card user not agency. Also system is in Greek language only and "could be translated into English for phase 2 but unlear on cost/timelines)			0									10			14%			10			0.00


									11			FSP Training, Technical  Support and oher abilities (including financial inclusion, mass communication etc) The value added activities that can be provided by FSP to enhance or facilitate  the implementation. 						0									5			7%			5			0.00


									12			FSP reporting abilities (reporting/documenting abilities) Ability to track and monitor expenditures between IFRC and FSP; FSP and beneficiary. Is there sufficient reporting to fulfill to audit's minimum requirements? Is there a fair degree of functionality that facilitiates the monitoring of the proposed work plan? 						0									10			14%			10			0.00


									13			Clarity of proposal.                                                                                  Are the various points coherent and decision points well defined?			


Claire DURHAM: Claire DURHAM:
There is no leadtime given for MasterCard to approve the logo and card design.  The others say MC need approx 8 weeks to agree logo.  Needs clarification.			0									5			7%			5			0.00


									14			Timeliness of Output.                                                                   Is proposed activity schedule realistic?                                               Are requested output provided on time ?						0									5			7%			5			0.00									100%			70%


						PROGRAMME TECHNICAL VALIDATION															0			0			70			1			70			0.00			0			70


						TOTAL TECHNICAL VALIDATION																					100			3			100			0.00			0			100						ERROR:#REF!











									Rating to apply


									1			Poor


									2			Satisfactory


									3			Good			Prepared and submitted by: 


									4			Very Good															Evaluator / Procurement Officer


						Feedback for service provider:





















































Finance validation





									Finance Validation of Financial Intermediaries in Cash Based Programmes





									Cash based programming Financial Procedures and guidelines, August 2015





						3.2.1			Financial intermediary assessment and appointment process (summary below):





						i)			Financial intermediary for CBP is appointed as a service provider under Procurement procedure


						ii)			As financial intermediary functions as a bank; receive IFRC funds and make payments on behalf of IFRC, the appointment is also subject to Banking and currency procedure


						iii)			As per Banking Policy and Procedure, Treasury service is responsible to select the bank based on proposal from requesting office, based on key criteria: reputation, reliability, solvency, availability, security and cost of services


						iv)			Supporting document for financial intermediary - logistics requisition, request for quotation/proposal, evaluation forms/comparative bids analysis, agreement/contract, proof of service delivery, invoice


						v)			Bank details of the service provider and related banks must be stated in the agreement (no changes shall be done without addendum to the contract)


						vi)			Reports (type and frequency) needed from the service provider must be stated in the agremeent


						vii)			Matching and reconciliaton shall be done by programme team before requesting for payment








									Validation criteria and ratings for the techncial grid  (maximum rating is 4)									Weight            (out of 100)





						1			Structure and capacity			a			Proof of business			2


															Business registration and ownership information should be provided in the Supplier registration form


															Rating is given for complete documentation/information, details of ownership and partnerships and the reliability/reputation of owners/partners, and relevance of business specialisation for the tender


												b			Implementation experience			5


															Experience in cash programme of similar nature and/or scale with names of clients/countries and scale of programme (in monetary value). 


															Rating is given for nature, scope, and extent of relevant experience (number of clients/countries, scale). Humanitarian experience is important but overall experience in the industry will be strongly considered. 


												c			Size, organization, and management			4


															Organisational structure, annual turnover, total assets, and accessibility/coverage in the country of operation . This reflects capacity and reliability to deliver service. 


															Rating is based on organisation size (number of staff, clients), branches, years in business, business presence and profile.





						2			Financial Health and Credibility			a			Reputation, Reliability and Solvency			10


															Credit rating is used to assess the financial health of the company. If rating is not available, audited financial statements for two years (covering three financial periods) should be used for analysis.


															Credit rating should be from the big 3 (Standard & Poor's, Moody's or Fitch), where the rating can be easily interpreted and compared. IFRC uses Fitch. Ratings from other agencies would be considered (e.g. Dun and Bradstreet) if it is recent (done in the last 12 months), and can be easily interpreted and used for the analysis - e.g. supported with formal rating report. Guidance in the table below.


															Financial statements must be audited and complete (balance sheet, income and expenditure statement, statement of equity, and supported with notes to the financial statements). Audited financial statements would be analysed based on liquidity ratios (e.g. current ratio) and solvency ratios (debt to asset/equity). This is to assess that the company is not having going concern issues and has the capacity to meet its short and long term debts. Audited financial information is also to validate other information (e.g. annual turnover provided in the supplier regu information in the supplier registration form on annual turnover, which is used to assess the size of the company.


												b			Guarantee from Government body			2


															This is not mandatory but provides assurance. Banks guarantees by Government would compensate for  for low credit rating in countries under exceptional economic circumstances)


															A general google search can help to find recent news items to assist the evaluation.


															Rating is based on the nature and amount of guarantee. Guidance in the table below.



























































						3			Fund Transfer process			a			Fund flow process, from IFRC to beneficiary			5


															This would allow evaluation of parties/partners involved in the transaction, both for efficieny and to reduce the level of exposure to financial risks. The currency and associated channels used for funds may be resticted to different regulations.


															Rating is based simplicity, transparency, timing involved, and level of exposure to risks.














CBA











									COMPARATIVE BID ANALYSIS FOR SERVICES


																																													Request for Proposal (RFP) N°:





			Project Code:																																										Service Item Details:  





			Budget CHF:																																										Country :





			Name of Service Provider						0												0												0												0


			Quotation reference and date


			Currency of quote						USD												USD												USD												USD


			Rate of exchange						1.5												1.5												1.5												1.5


			Description of service items			Quantity			Unit Price			TOTAL			CHF Unit price			CHF Total			Unit price			TOTAL			CHF Unit price			CHF Total			Unit price			TOTAL			CHF Unit price			CHF Total			Unit price			TOTAL			CHF Unit price			CHF Total


			Cards			100			5.00			500.00			7.50			750.00						0.00			0.00			0.00						0.00			0.00			0.00			0.00			0.00			0.00			0.00


			Service fee									0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00			0.00			0.00			0.00			0.00


			Set up costs									0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00			0.00			0.00			0.00			0.00


												0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00


												0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00


												0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00


												0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00						0.00			0.00			0.00





												500.00						750.00						0.00						0.00						0.00						0.00						0.00						0.00








			GRAND TOTAL						USD			500.00			CHF			750.00			USD			0.00			CHF			NA			USD			0.00			CHF			NA			USD			0.00			CHF			NA





			Lowest price among all competing bidders												lowest price			750.00									lowest price			750.00									lowest price			750.00									lowest price			750.00


			Financial evaluation score (equivalent nb of points)												score			30.00									score			0.00									score			0.00									score			0.00





			Terms of payment


			Bid validity date


			Meets IFRC required specifications


			Comments:





																														Date


			Recommended Service Provider:


																														Prepared and submitted by:





			Reason:


																														Head of Field Office / Department:
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1. Technical rating based on credit rating (according to Fitch, though equivalent may be used)



0Zero Default/Restricted Default/No Rating



1Poor C/CC/CCC/B/BB



2Satisfactory BBB



3Good A



4Very good AA/AAA



2. Guarantee from Government Body



0Zero Below 50%, or no guarantee



1Poor 50-69%



2Satisfactory 70-79%



3Good 80-99%



4Very good 100%






image4.png


International Federation
of Red Cross and Red Crescent Societies










image9.emf

Cost Breakdown  Template.xlsx




Cost Breakdown Template.xlsx

Pricing template


			Supplier Name:


			Order/Invoicing Currency			EUR


			Financial instrument 			Unit cost			Quantity			Unit of measure			Total			Comments


			Card  (initial purchase)									per card						Minimum re-order level is …


			Card  (replacement)						n/a			per card			n/a			Minimum re-order level is …


			Sweep back of funds fees															Please advise if this is possible


			Card printing IFRC or HRC logo


			Card Printing IFRC and HRC or ECHO logos


			Card Printing IFRC and HRC and ECHO logos


			Letter and card printing





			Card Fees			Unit cost			Quantity			Unit of measure			Total			Comments


			Activation


			Deactivation


			Transaction decline


			Balance request


			ATM withdrawal															Optional


			PoS purchase


			Internet purchase															Optional


			Project/Project Fees			Unit cost			Quantity			Unit of measure			Total			Comments


			Set up costs


			Service fees


			Training fees


			Focal point for IFRC/HRC trouble shooting															Office hours





			Mass Communication via SMS			Unit cost			Quantity			Unit of measure			Total			Comments


			Set up costs


			Service fees


			Conditions: please advise all conditions including but not limited to: minimum order levels, minimum holding-account values for card load, OFAC/AML  (or equivalent, where beneficiary information is shared with a 3rd part outside of the vendor and IFRC/HRC) checks for the card holder
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Annex 7 IFRC REVISED FSP STANDARD CONTRACT TEMPLATE Nov 2019.docx

Annex 7.  IFRC Standard Contract Template


This model agreement for cash transfer services consists of five parts:1) The standard legal contract, 2) Annex A, the general terms and conditions, usually applicable to all service agreements, 3) Annex D, the Data Processing Agreement (the “DPA”), which forms an integral part of the present Agreement, 4) Annex E, IFRC Policy on the Protection of Personal Data (“Data Protection Policy”)  and 5) Annexes B and C, the specific terms, depending on the delivery mechanism that will be used for the CBP. 


This standard contract is designed to support rapid and initial programming by providing a template that has been developed and pre-approved by the IFRC Legal Department. Please note that if the terms and conditions need to be adapted for particular situations, the legal department should be contacted. That being said, it is not advisable to change any of the general terms and conditions  


Please note that highlighted areas need to be filled in, prior to signature. Please note the authorization and approval levels and follow procedures for signature of the agreement, as per the Contract Approval Matrix (available on FedNet.)


Agreement for Cash Transfer Services


			Agreement entered into between 
the International Federation of Red Cross and Red Crescent Societies 
(‘Federation’ or ‘IFRC’)


and


(insert name of service provider)
(‘Service Provider’)








			IFRC address and contact details


			(insert relevant address, depending on which office is executing this contract)





			Service provider address and contact details


			(insert relevant address with all contact details) 





			Service Provider Bank Account Details 


			Payee name and address:


Bank account number


Bank account currency:


IBAN and SWIFT code:


Bank name and address:


Note: All transfers for this contract must be made to this account, and changes to the account details must be formalized by an addendum to the contract.











			1. Service


			(insert relevant information on service provided including all roles and responsibilities undertaken by the Service Provider and amounts involved. The whole project description may be added in an annex as well.) (the ‘Services’)





			2. Term 


			This Agreement shall commence on (insert date) and shall expire on (insert date), unless sooner terminated under the terms of this Agreement.





			3. Service Fee


			As full consideration for the Services performed by the Service Provider under the terms of this Agreement, upon certification that the Services have been satisfactorily performed, the IFRC shall pay the Service Provider: 


a total fee of (insert total amount) broke down as follows: (insert any transaction fee, unit cost in case of good or list of prices etc.)


Payment schedule as follows: (insert amounts and dates of instalments)


Payment will be made to the account designated in the Service Provider’s relevant invoice.





			4.	Terms and conditions


			This Agreement is subject to the attached General Terms and Conditions as Annex A, the Data Processing Agreement at Annex D, the Data Protection Policy at Annex E, and, as applicable to the type of service to be provided in the following annexes, as Annexes B and C:


☐ cash and/or commodity vouchers


☐ cash distribution through a third party/transfer company 


Please tick the appropriate box to indicate clearly the type of services and the additional conditions applicable to such service. 





			5. Special Conditions / Amendments to the General Terms and Conditions Amended and/ or additional clauses


			[Parties may, depending on the context include special conditions of contract to be read in conjunction with the General Terms and Conditions of Contract and /or may explicitly modify the General Terms and Conditions subject to the approval of Legal Affairs].  


 Example of an amendment: 


Clause 3 (g) of the General Terms and Conditions is deleted.  


Clause 4 (b) replaced with xxxxxxxxxxxxxx














			For the IFRC 





			Name and title


			Date


			Signature





			





			











			





			





			For the Service Provider


I acknowledge that I have read and accept all terms and conditions of this agreement, including the attached General Terms and Conditions and specific conditions as per the annexes.





			Name and Title


			Date


			Signature





			





			











			

















ANNEX A:  GENERAL TERMS AND CONDITIONS


1.	LEGAL STATUS


	The Service Provider shall be considered as having the legal status of an independent service provider. Agents or employees of the Service Provider shall not be considered in any respect as being employed or in any manner officials or staff members of the IFRC.


2. 	ASSIGNMENT OF PERSONNEL


	The Service Provider shall not assign any persons other than those accepted by the IFRC for work performed under this Agreement.


3.	OBLIGATIONS


	The Service Provider and all individuals assigned by it to perform services under this Agreement:


(a) Shall neither seek nor accept instructions from any authority external to the IFRC in connection with the performance of its/their Services under this Agreement. 


(b) Shall refrain from any action which may adversely affect the IFRC and shall fulfil its/their commitments with the fullest regard for the interests of the IFRC. 


(c) Shall assure compliance with all applicable laws of the country where the Service Provider is registered as well as those in which the activities are performed.


(d) Assure that all duties are conducted with integrity, free from any taint of dishonesty or corruption and that all persons are respected equally without any distinction or discrimination based on nationality, race, gender, religious beliefs, class or political opinions.


(e) Shall not advertise or otherwise utilize to its/their advantage the fact that it is or has been a service provider with the IFRC.


(f) Shall not, in any manner whatsoever use the name, emblem or official seal of the IFRC or any abbreviation of the name of the IFRC in connection with its business or otherwise, except as required for the fulfilment of its contractual duties hereunder and then only with the express prior written approval of the IFRC Secretary General or his/her designate.


(g) Shall not communicate at any time to any other person (legal or natural), Government, National Society or authority external to the IFRC any information known to it/them by reason of its/their association with the IFRC which has not been made public, except in the course of their duties or by authorisation of the IFRC Secretary General or his/her designate; nor shall service providers or assigned individuals at any time use such information to its/their private advantage. 


(h) When performing the services on IFRC premises or at any location when representing the IFRC, shall act in a manner consistent with the values of the International Red Cross and Red Crescent Movement and shall abide by the rules of conduct set out in the IFRC’s Code of Conduct (a copy of which has been provided by the IFRC).  The Service Provider acknowledges and accepts that any violation of these rules of conduct by it or any individual assigned by it to perform services on its behalf shall be considered breach of an essential term of this contract.


(i) The obligations set out in sub-clauses (e), (f) and (g) above shall continue upon expiration or termination of this Agreement with the IFRC.	


4. REPRESENTATIONS AND WARRANTIES


	The Service Provider represents and warrants: 


(a) It is not engaged in the sale or manufacture, either directly or indirectly, of anti-personnel mines or any components produced primarily for the operation thereof.


(b) To ensure the respect of internationally agreed core labour standards, e.g. the ILO core labour standards, conventions on freedom of association and collective bargaining, elimination of forced and compulsory labour, elimination of discrimination in respect of employment and occupation, and the abolition of child labour.


(c) It is not engaged in any practice inconsistent with the rights set forth in the Convention on the Rights of the Child, including the requirement that children be protected from performing any work that is likely to be hazardous, to interfere with their education, or to be harmful to their health and development.


(d) It respects the basic social rights and working conditions of its employees, servants, agents and sub-service providers.


(e) There are no material claims or allegations outstanding against the service provider that might adversely affect the Federation or its reputation.


5.	TITLE RIGHTS


(a) During the term of this Agreement, the Service Provider shall disclose to the IFRC all ideas, inventions, business plans or any other materials developed by it during the term of this Agreement as a consequence of the services provided to the IFRC by the Service Provider.


(b) The IFRC shall be entitled to all property rights including but not limited to patents, copyrights and trademarks, with regard to material which bears a direct relation to, or is made in consequence of, the services provided to the IFRC by the Service Provider. At the request of the IFRC, the Service Provider shall assist in securing such property rights and transferring them to the IFRC in compliance with the requirements of applicable law. At the request of the IFRC, the Service Provider shall take all necessary steps, execute all necessary documents and generally assist in securing such property rights and transferring them to the IFRC in compliance with the requirements of applicable law.


(c) All materials prepared as well as, all data collected and processed in the course of the Service Provider’s work for the IFRC is the property of the IFRC. Such information cannot be used by the Service Provider for any purpose, other than that agreed under the terms of this Agreement, without the prior written approval of the IFRC Secretary General or his/her designate.


(d) Title to any equipment and supplies which may be furnished by the IFRC shall rest with the IFRC and any such equipment shall be returned to the IFRC as soon as possible, when no longer needed by the Service provider. In any event, all equipment and supplies must be returned to the IFRC upon the termination or expiration of this Agreement. Such equipment, when returned to the IFRC, shall be in the same condition as when delivered to the Service Provider, subject to normal wear and tear. The Service Provider bears all responsibility for lost or damaged equipment and supplies.


6.	TAX EXEMPTION


	The Service Provider’s fee shall reflect any tax exemption to which the IFRC is entitled by reason of any immunities which it enjoys.  If it is subsequently determined that any taxes which have been included invoiced are not required to be paid, the IFRC shall deduct the amount from the service fee or, if it has paid any such taxes, it shall be refunded by the Service Provider.


7. 	DELAY


	Without prejudice to clause 8 below, if the Services have not been completed during the agreed time period, any additional costs or damages incurred by the IFRC due to such delay may be withheld from any amounts owed to the Service Provider.


8.	TERMINATION 


(a) This Agreement may be terminated at any time by either party before the expiry date of the Agreement by giving written notice to the other party. The period of notice shall be five days in the case of agreements for a total period of less than two months and fourteen days in the case of agreements for a longer period.


(b) This Agreement may be terminated by the IFRC with immediate effect at any time if the Service Provider has breached any of his contractual obligations with the IFRC or if in the reasonable opinion of the IFRC the service provider has brought or is reasonably likely to bring the Red Cross/Red Crescent Movement’s reputation into disrepute.


(c) In the event of the Agreement being terminated prior to its due expiry date in this way, the Service Provider shall be compensated on a pro rata basis for no more than the actual amount of work performed to the satisfaction of the IFRC. Additional costs or damages incurred by the IFRC resulting from the termination of this Agreement by the Service Provider or by the IFRC in accordance with para (b) above, may be withheld from any amount otherwise due to the Service Provider by the IFRC.


9.	BANKRUPTCY


	Should the Service Provider file any petition for bankruptcy, or should the Service Provider make a general assignment for the benefit of its creditors, or should a receiver be appointed on account of the Service Provider’s insolvency, the IFRC may under the terms of this Agreement, terminate the same forthwith by giving the Service Provider written notice of such termination


10.	FORCE MAJEURE


	Force majeure, as used herein, shall mean acts of God, laws or regulations, industrial disturbances, acts of the public enemy, civil disturbances, explosions and any other similar cause of equivalent force not caused by, nor within the control of either party, and which neither party is able to overcome.  As soon as possible after the occurrence of the force majeure and within not more than 15 days, the Service Provider shall give notice and full particulars in writing to the IFRC of such force majeure if the Service Provider is thereby rendered unable, wholly or in part, to perform his obligations and meet his responsibilities under this Agreement. The IFRC shall then have the right to terminate this Agreement by giving in writing seven days notice of termination to the Service Provider, and the Service Provider shall return any deposit paid by the IFRC.


11.	INDEMNIFICATION AND INSURANCE


(a) The Service Provider shall indemnify, hold harmless and defend at its own expense the IFRC, its officers, agents and employees from and against all suits, claims, demands and liability of any nature or kind, including costs and expenses, arising out of acts or omissions of the Service Provider or its employees in the performance of this Agreement.


(b) The Service Provider shall provide and thereafter maintain for the duration of this Agreement and any extension thereof all appropriate workmen’s compensation insurance and furnish proof to the satisfaction of the IFRC of adequate liability insurance (including as relevant employers liability insurance, comprehensive general liability insurance, automobile liability insurance and professional liability insurance). The Service Provider shall further provide such health and medical insurance for its agents or employees as the service provider may consider advisable.


(c) The Service Provider shall maintain adequate insurance coverage in order to indemnify the IFRC for the full or partial loss of any amount of the funds, as a result of theft, or loss by any other means. The Service Provider shall provide the IFRC with proof of such insurance coverage on the date of the conclusion of an agreement and thereafter at the request of the IFRC.


12.	OFFICIALS NOT TO BENEFIT


	The Service Provider represents and warrants that no official of the IFRC has been, or shall be, admitted by the Service Provider to any direct or indirect benefit arising from this Agreement or the award thereof. The Service Provider agrees that breach of this provision is a breach of an essential term of this Agreement.


13.	AMENDMENTS AND ASSIGNMENTS


	No change in or modification of this contract shall be made except by prior written agreement between the Service Provider and the IFRC’s authorized representative. The Service Provider shall not assign, transfer, pledge, sub-contract or make other disposition of this Agreement or any part thereof, or of any the Service Provider’s rights, claims or obligations under this contract except with the prior written consent of the IFRC.


14.	ARBITRATION


	Any dispute, controversy or claim arising out of or relating to this contract, or the breach, termination or invalidity thereof, shall be settled by arbitration in accordance with the UNCITRAL Arbitration Rules as at present in force. The place of arbitration shall Geneva, Switzerland, and the language to be used in the arbitral proceedings shall be English.  The arbitral tribunal shall have no authority to award punitive damages.  The parties agree to be bound by any arbitration award rendered in accordance with this paragraph as final adjudication of any such dispute, controversy, or claim.


15. 	GOVERNING LAW


	This Agreement shall be governed by Swiss law. 


16.	FEDERATION PRIVILEGES AND IMMUNITIES


	Nothing in or relating to this contract shall constitute or be deemed a waiver, express or implied, of any of the privileges and immunities of the IFRC.






			
Note: These Special Terms and Conditions for Voucher CBP (commodity and/or cash vouchers) apply in addition to the General Terms and Conditions and are an integral part of the Service Agreement. This Annex applies to those programs where the Service Provider accepts to redeem vouchers for goods. Please note that some of these Special Terms and Conditions may vary, depending on the type of implementation and services to be undertaken – and this Annex may need to be amended accordingly. Please coordinate with the legal department in this regard.











ANNEX B:	SPECIAL TERMS AND CONDITIONS FOR GOODS SUPPLIERS 
(KNOWN AS SERVICE PROVIDER UNDER THIS AGREEMENT)


1. APPLICATION OF THIS ANNEX: The conditions as described in this Annex are complementary to the General Terms and Conditions of the IFRC and shall be considered an integral part of the Agreement. 


2. SUPPLIER OBLIGATIONS:


In addition to the obligations stipulated in the General Terms and Conditions, the following terms and conditions shall be adhered to by the Supplier:


2.1 	Pre-conditions for redemption of vouchers


(a)	The Supplier shall ensure that all its resources and facilities are available to ensure voucher redemption at the agreed locations;


(b)	The Supplier shall provide existing or ensure development of procedures for processing and reconciliation of vouchers;


(c)	The Supplier shall ensure appropriate and secure information technology systems to receive and provide information and data relating to the redemption of vouchers in compliance with national legal requirements; and


(d) The Supplier is solely and fully responsible for any and all payments to its vendors, including for services, materials, goods, rental of equipment, labour, transportation etc, in order to assure its obligations under the agreement.


(e) The Supplier shall grant access to the IFRC to stores/warehouses in order to inspect the goods and provide samples and information as requested. 


2.2.	Conditions at time of redemption of vouchers:


(a) The Supplier shall warrant that the goods to be exchanged for vouchers are of good quality and are fit for purpose;


(b)	The Supplier shall ensure that required quantities of goods are available in the pre-agreed locations on the specified dates, to assure distribution to beneficiaries at the agreed time;


(c)	The Supplier shall ensure that all beneficiaries with vouchers shall be given access to the goods, and shall not be discriminated against, for any reason whatsoever;


(d)	The Supplier shall take all precautions to ensure that only beneficiaries with genuine vouchers shall be provided goods and shall report any instances of fake or potentially fake vouchers to the IFRC prior to the redemption of goods. The Supplier might not receive payment from the IFRC for goods redeemed against fake vouchers;


(e)	In case of any restrictions on commodities to be exchanged, this should be specified and agreed to in advance between the supplier and the IFRC, and shall be communicated properly to beneficiaries;


(f) The Supplier shall honour the term of the validity of the voucher on (insert date) and shall provide goods till the expiry of the voucher;


(g)	The vouchers on the basis of which the goods are to be provided shall not be subject to any right, charge, interest, right to compensation, guarantee, or claim of any kind against the Supplier, including from any of its trustees or creditors. The Supplier shall in no case, loan, mortgage, pledge or encumber the funds except on written instructions by the IFRC; 


(h) 	The Supplier shall receive, redeem and return the vouchers only in accordance with the Agreement;


(i) 	The Supplier shall act, or refrain from acting only on instructions, approval, consent or notice given by the IFRC pursuant to the Agreement. The Supplier shall only act on written instructions signed by an authorized representative of the IFRC; and 


(j) 	The Supplier shall secure the sites for the redemption of vouchers at its own cost.


2.3 Applicable conditions subsequent to redemption of vouchers: 


(a) 	Adequate and original records shall be maintained by the Supplier including all receipts and redemption of vouchers and other records as the IFRC may reasonably request;


(b) 	The Supplier shall provide the IFRC with written statements of accounts that list (i) all vouchers received, (ii) details of all transactions concerning redemption of vouchers. The reports shall also include any other information the IFRC may reasonably request;


(c) 	The Supplier shall immediately notify the IFRC in writing if it receives notification of any claim against the goods provided for the vouchers;


2.4	Additional Conditions:


(Please include any additional conditions, including back donor conditions, if applicable here. These conditions must be adhered to and must ‘flow-down’ to the service provider as well, and so need to be included here.)


3. OBLIGATIONS OF THE FEDERATION / SERVICE PROVIDER: (this will have to be modified according to which entity contracts with the Supplier)


(a) The IFRC shall provide to the Supplier the total number of beneficiaries, and approximate quantities that may be required per commodity. 


(b) The information shall be provided at least (x) days before the voucher is redeemable. 


(c) The IFRC shall ensure that all those issued vouchers are eligible beneficiaries.


(d) The IFRC provider shall provide a distribution timetable to the Supplier, in case of staggered redemption of vouchers, with sufficient details regarding location, quantities and timeframe. 


(e) The IFRC shall arrange for adequate additional security for voucher redemption. (optional)


(f) The IFRC shall ensure a reimbursement mechanism, with timeframe for payments to the Supplier. 


			
Note: These Special Terms and Conditions for cash transfers through third parties/transfer companies apply in addition to the General Terms and Conditions of the IFRC and are an integral part of the Service Agreement. This Annex applies to those programs where the service provider shall distribute the funds directly to beneficiaries, in the form of cash. This may also include instances where financial institutions distribute cash, through smart cards, mobile banking etc. For these specialized cash transfers, additional terms and conditions may need to be included.


Please note that some of these Special Terms and Conditions may vary, depending on the type of implementation and services to be undertaken – and this Annex may need to be amended accordingly. Please coordinate with the IFRC Legal Department in this regard. 








ANNEX C:	SPECIAL TERMS AND CONDITIONS FOR THIRD PARTIES / TRANSFER COMPANIES


1. 	APPLICATION OF THIS ANNEX: The conditions as described in this Annex are complementary to the General Terms and Conditions of the IFRC and shall be considered an integral part of this Agreement when a third party/transfer company (such as a financial institution) facilitates the transfer of cash to beneficiaries. 


2. 	SERVICE PROVIDER OBLIGATIONS:


In addition to the obligations stipulated in the General Terms and Conditions of the IFRC, the following shall be adhered to by the Service Provider:


2.1	Pre-conditions for cash distribution:


(a) The Service Provider shall use its existing network of branches to facilitate cash transfers to beneficiaries;


(b) The Service Provider shall ensure that funds are available in the pre-agreed branches on the specified dates, to assure cash transfers to beneficiaries at the agreed time;


(c) The Service Provider shall ensure that all its resources and facilities are available to make cash transfers either at the branches or agreed distribution points;


(d) The Service Provider shall ensure development of procedures for processing and reconciliation of cash transfer data;


(e) The Service Provider shall ensure appropriate and secure information technology systems to receive and provide information and data relating to the cash transfer process in compliance with national legal requirements; and


(f) The Service Provider is solely and fully responsible for any and all payments to its vendors, including for services, materials, goods, rental of equipment, labour, transportation etc. in order to assure its obligations under the agreement. 


2.2 	Conditions at time of cash distribution: 


(a) The Service Provider shall disburse funds from the points of distribution to individual beneficiaries in accordance with agreed processes and procedures;


(b) The Service Provider may, when necessary and upon agreement of the IFRC, choose other retailers as points of distribution for the cash transfers;


(c) The funds shall not be subject to any right, charge, interest, right to compensation, guarantee, or claim of any kind against the Service Provider, including from any of its trustees or creditors. The Service Provider shall in no case, loan, mortgage, pledge or encumber the funds except on written instructions by the IFRC; 


(d) The Service Provider shall receive, hold, release and return the funds only in accordance with this Agreement.


(e) The Service Provider shall act, or refrain from acting only on instructions, approval, consent or notice given by the IFRC pursuant to this Agreement. The Service Provider shall act on written instructions signed by an authorized representative of the IFRC. 


(f) The Service Provider shall secure the sites for distribution and cash transfer at its own cost.


2.3 Conditions subsequent to cash distribution:


(a) Adequate original records shall be maintained by the Service Provider including all receipts and disbursements of cash and other records as the IFRC may reasonably request.


(b) The Service Provider shall provide the IFRC with written statements of accounts that list (i) all funds received, (ii) details of all transactions concerning transfers to beneficiaries. The reports shall also include any other information the IFRC may reasonably request. 


(c) The Service Provider shall immediately notify the IFRC in writing if it receives notification of any claim against the funds.


(d) Any grant not claimed after 30 days shall be voided unless the IFRC requests a payment period extension. If there is no such request, the total amount of unclaimed grant, including any amount which may have been paid in advance as transaction fee for the unclaimed grant, shall be returned to the IFRC within 30 days.


(e) Except as may be required by law, where in accordance with Annexes A, D and E of the present Agreement, and as expressly permitted in writing by the IFRC, the Service Provider shall not share, transfer or communicate to any third party the information it is in receipt of, as a result of the Agreement. This shall include, inter alia, the information of and related to the beneficiaries such as personally identifiable data, banking information etc. 


2.4 	Additional Conditions:


(Please include any additional conditions, including back donor conditions, if applicable here. These conditions must be adhered to and must ‘flow-down’ to the service provider as well, and so need to be included here.)


3. 	OBLIGATIONS OF THE FEDERATION:


3.1 	The IFRC shall provide to the service provider a list of all beneficiaries to receive the cash transfer. The list shall be provided at least five (5) working days before the transfers are payable and shall include the following information:


a) Subject to the operational needs of the program, any applicable national legal requirements, and Annexes D and E of the present Agreement, relevant information on each beneficiary and the amount of the cash transfer to be made. The beneficiary information will be provided in a format agreed with the Service Provider and will be sent via a secured means, including but not limited to a password-protected and/or encrypted (as appropriate) electronic transmission.


b) The branch where the payment will be made.


3.2	The IFRC shall ensure that all designated cash transfer recipients on the list are eligible beneficiaries.


3.3	The IFRC shall ensure that the funds, in the amount agreed in the service description in box 1 above, are transferred to the bank account of the Service Provider five (5) working days before the transfers are payable. 


3.4	The IFRC shall provide funds to cover the costs of payments when the transfers are made.


3.5	Upon request the Service Provider and if agree to, arrange for adequate additional security for payment of the grant. (optional)






ANNEX D:  Data processing agreement


This Data Processing Agreement (“DPA”) forms integral part of the Agreement between the International Federation of the Red Cross and Red Crescent Societies (hereinafter referred to as “the IFRC”), in its role of Data Controller, and name of the external provider company” (hereinafter referred to as “the FSP”), in its role of Data Processor, to reflect the Parties’ agreement with regard to the Processing of Personal Data, in accordance with the requirements of the IFRC’s Policy on the Protection of Personal Data (“IFRC Data Protection Policy”, at Annex E), and as further outlined herein;





(A)	Whereas the FSP provides the agreed Service (i.e. cash transfers) to the IFRC as per the Agreement entered into by the Parties, and in order to provide the Service, it processes and manages the Personal Data Collected by the IFRC;


(B)	Whereas the IFRC intends to use the Service provided by the FSP and the IFRC benefits from immunity from jurisdiction and is not subject to domestic jurisdiction/national data protection laws, hence the IFRC applies its own rules on personal data protection set forth in the IFRC Data Protection Policy;


(C)	Whereas the IFRC Data Protection Policy provides for certain requirements with respect to the Processing, storage, transfer or other management of any Personal Information controlled by the IFRC;


(D)	The Parties have agreed on the following DPA in order to clarify the terms under which the Data Processor processes Personal Information on behalf of the Data Controller and adduce adequate safeguards with respect to the protection of the privacy and fundamental rights and freedoms of individuals in the course of the provision of the Service. 





1.	DEFINITIONS





1.1 “Data Controller” means the IFRC, headquartered in Geneva, Switzerland, [WHERE APPLICABLE:] represented by one of its Delegations, which alone or jointly determines the purposes and means of the Processing of Personal Data.;


1.2 “Data Processor” means the individual or entity that performs one or more processing operations on personal data under instructions from the Data Controller;


1.3 “Data Subject” means an individual whose personal data is subject to processing;


1.4 "Personal Information” or “Personal Data” is any information that may lead to the identification of a living (identified or identifiable), natural person. Some examples of personal data include name, email or location data, identification number, gender, marital status, date and place of birth;


1.5 “Personal Data Breach” means unauthorized access to, or destruction, loss, alteration or disclosure of personal data;


1.6 “Processing” means any operation, or set of operations, automated or not, which is performed on personal data, including but not limited to the collection, recording, storage, adaption or alteration, retrieval, use, transfer, dissemination, correction, or destruction;


1.7 “Security Measures” means those physical, technical and organizational measures aimed at protecting against a Personal Data Breach.





2.	ALLOCATION OF ROLES 





2.1 The Parties acknowledge and agree that, with regard to the Processing of Personal Information in the context of the Agreement, the IFRC is the Data Controller and the FSP is a Data Processor, and that the FSP shall not engage Sub-processors in providing the Service defined in the Agreement, unless prior and specific approval in writing has been obtained from the IFRC. 





3.	TYPE OF PERSONAL DATA AND PURPOSE OF THE PROCESSING





[bookmark: _Hlk23760039]3.1	The FSP will provide the Service as agreed in the Agreement and will process the Personal Data provided by the IFRC exclusively for the humanitarian purposes of providing assistance to victims of disasters, crisis and other humanitarian situations, necessary for the fulfilment of the said Service. 


3.2	 [Here add a description of the type of data to be processed and for what purposes]


3.3 	Any Processing activities on the Personal Data, other than those explicitly set forth in the present Agreement, carried out by the FSP will constitute a breach of the present Agreement. This includes, but is not limited to, processing activities for marketing, commercial and / or statistical purposes. 





4. 	THE DATA PROCESSOR’S OBLIGATIONS





4.1 	The FSP commits itself to process Personal Information only on behalf of the IFRC and pursuant to its instructions as well as the IFRC Data Protection Policy – which the FSP acknowledges to have read and understood – as well as in Clause 6 of the present DPA regarding Security Measures. In particular, the FSP will process Personal Data in such a way as to minimize, by means of suitable preventive Security Measures, the risk of accidental or unlawful destruction, loss, alteration unauthorized disclosure or access, or Processing operations that are either unlawful or inconsistent with the purposes for which the data have been collected. 


4.2 	The FSP shall notify the IFRC within 24 hours after becoming aware of a Personal Data Breach.


4.3 	The FSP shall cooperate with the IFRC to enable the latter to guarantee to every Data Subject or his/her authorized agents the possibility to exercise the rights granted to him/her by the IFRC Data Protection Policy. The FSP acknowledges that Data Subject rights shall be exercised only through the IFRC. Therefore, the FSP undertakes to immediately notify to the IFRC about any request that Data Subjects, or their delegates, may address directly to the FSP, and will not respond to any such request or take any other related action. 


4.4 The FSP must promptly inform the IFRC about every inquiry, action, investigation, inspection by judicial/administrative authorities affecting directly or indirectly the Personal Data the FSP processes on behalf of the IFRC. Should such notification be prohibited, the FSP shall notify the relevant authorities of the fact that the investigation affects information covered by the privileges and immunities of an International Organization [and that, to the extent that the FSP is processing Personal Data on behalf of an International Organization, the FSP’s employees in charge of the Processing are agents of the International Organization and therefore, are covered by immunity. On this basis, the FSP must notify the IFRC nonetheless]. 


4.5 	[Must confirm the provisions of any applicable status agreement and update this clause as necessary] Should judicial/administrative authorities ask, whether informally or by legal process, the FSP to disclose the Personal Data entrusted by the IFRC to the FSP, the FSP shall oppose such disclosure on the basis of IFRC’s privileges and immunities that cover all the FSP’s assets, documents, Personal Data and possessions, regardless of the fact that they are held by a third party. More precisely, in conformity with the [TITLE OF THE APPLICABLE HQ AGREEMENT] the Personal Data deposited by the IFRC shall be immune from search, requisition, confiscation, expropriation or any other form of interference, whether by executive, judicial, administrative or legislative action. Should the relevant authorities request disclosure of the data nonetheless, the FSP shall notify the relevant authorities of the  fact that the investigation affects information covered by the privileges and immunities of an International Organization and that, to the extent that the FSP is processing Personal Data on behalf of an International Organization, the FSP’s employees in charge of the Processing are agents of the International organization and therefore, are covered by immunity. On this basis, the FSP must refuse to provide the Personal Data.


4.6 	[Should the FSP decide to fulfil the orders of the judicial or administrative authorities, the FSP will report in writing to the IFRC the reasons of such decision.]


4.7 	The FSP must promptly inform the IFRC in the event of a change in the legislation applicable to the FSP which is likely to have a substantial adverse effect on the terms and obligations set out in this Agreement. In particular, the FSP must inform the IFRC should a legislation come into force that would require it to grant access, disclose or share Personal Data entrusted to it by the IFRC with third parties. This includes any provisions that may involve Know-your-customer (KYC) / reporting obligations. In such case, the IFRC is entitled to suspend the transfer of data and/or terminate the contract and request deletion all the Personal Information, in accordance with clause 8.2 of the present DPA;


4.8 	The FSP will grant the IFRC free access to all Personal Data as well as to the infrastructures related to the Service upon reasonable notice, in order to carry out periodical, unlimited and independent inspections on the adequacy of the Security Measures implemented and on the adherence of such Security Measures to the IFRC Data Protection Policy.


4.9 	The FSP shall not transfer the Personal Data to third parties unless prior and specific approval in writing has been obtained from the IFRC. In case of sub-contracting of the Service or portion of it on the basis of the prior and specific approval in writing by the IFRC, the FSP shall (i) choose a sub-contractor which meets the highest professional standards with respect to the provision of the Service, or portion of it, and related processing activities, and regularly verify that such standards are complied with; (ii) enter into a written agreement with the sub-contractor, that imposes the same relevant obligations on the sub-contractor as are imposed on the FSP; (iii) remain fully liable towards the IFRC and any other relevant third parties where the sub-contractor fails to fulfil its obligations under such written agreement.


4.10 	The Data Processor commits to provide the IFRC with a list of Personal Information to be collected to allow the Data Processor to comply with its Know-your-customer / reporting obligations. This list must be limited to what is strictly necessary for this purpose and must be kept up to date. The IFRC will collect the Personal Information and documents identified on this list and pass them on to the Data Processor.


4.11 The Processor undertakes not to make a copy of the data covered by this Agreement, unless it is necessary for the performance of this Agreement. 


4.12 The Data Processor ensures, because of its experience, that it possesses the capabilities and reliability necessary to perform the tasks committed to it, also with respect to security matters. 


5. THE IFRC’S OBLIGATIONS 


5.1	The IFRC is the only subject entitled to use, and to authorize the use of the Personal Data processed through the Service


5.2	The IFRC warrants that the Processing of Personal Information has been and will continue to be carried out in accordance with the relevant provisions of the IFRC Data Protection Policy.


5.3	The IFRC shall have sole responsibility for the legality of Personal Information and how it acquired the Personal Information. 





5.4	The IFRC will handle and answer any third-party request regarding Personal Data notified to the IFRC by the FSP, in compliance with the relevant provisions of the IFRC Data Protection Policy.


5.5 	The IFRC undertakes to enforce the relevant provisions of the IFRC Data Protection Policy in the event of a data breach involving the Personal Information processed by the FSP.  





6.  SECURITY MEASURES 





6.1 	Having regard to the state of technological development and the cost of implementing any such measures, the FSP shall take appropriate physical, technical and organizational measures to guard against misuse, accidental or unlawful destruction, loss, alteration, unauthorized disclosure or access to Personal Information or unlawful Processing.





6.2 	The Data Processor undertakes to implement physical, technical and organizational Security Measures in compliance with the IFRC Data Protection Policy. In particular, the Data Processor undertakes:


•	to always encrypt the Personal Data processed pursuant to this Agreement, using encryption keys solely held by the IFRC;


•	to only access the Personal Data in situations when it is necessary to manage the Service, run updates, fix bugs and support users;


•	to provide secured and standardized logs of network and application activities (including user access), with the possibility to export them for outside processing;


•	to ensure an adequate physical and environmental protection for the Personal Information, by using servers in dedicated and secured premises only accessible with the authorization of the IFRC; 


•	to keep separated the Personal Data from other items already processed by the Data Processor, by using dedicated and segregated storage location clearly identified with the IFRC logo and the indication “Legally Privileged Information”;


•	to identify the persons in charge of the Processing operations on the Personal Data entrusted by the IFRC to the Data Processor and to regulate the access to such Personal Data by way of a strict authorization system and identity management rules;


•	to inform the persons in charge of the Processing operation of the privileged status of the Personal Data, and to train them on the procedure to follow in case of requests for access by third parties.





7.	LIABILITY





7.1 	The IFRC will indemnify the FSP for any loss, damage or sanction incurred by FSP for a breach of any of the IFRC’s legal obligations under the IFRC Data Protection Policy as referred to in this DPA.


7.2 	The FSP will indemnify the IFRC for any loss, damage or sanction incurred by the IFRC for a breach of any of the FSP’s obligations set forth in this DPA 





8.	TERM AND TERMINATION 





8.1	 Upon completion of the Service, or at any time upon the request of the IFRC, the FSP undertakes to transfer all Personal Information processed on behalf of the IFRC to the same without delay. The Data Processor will then issue the IFRC a written declaration attesting that the Data Processor holds no copies of Personal Data or information processed on behalf of the IFRC. 





8.2 	[This clause must consider any relevant laws of data retention] In case the legislation imposed upon the FSP prevents it from returning or destroying all or part of the Personal Data transferred or obtained in relation to the Service, the FSP warrants that it will guarantee the confidentiality of this Personal Information and will not actively process the Personal Data anymore. In any case, the Personal Data cannot be retained for a period exceeding XX years after termination of the Agreement. 


8.3 	The audit provisions in this Agreement (clause 4.8 above) apply also to this section.
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[bookmark: _Toc374464161]Program Executive Summary


The IFRC responds to an average of 17 disasters per year throughout the Americas Zone and is increasingly implementing cash transfer programs to help beneficiaries meet their basic needs and replace essential assets, as well as other multi-sectoral applications, while at the same time supporting the recovery of local markets.  In order to be better prepared to provide cash based assistance to rapidly urbanizing populations, that provides a high level of security for both beneficiaries and staff, the IFRC Americas Zone Office (IFRC AZO) has entered into an agreement with SWIFT Prepaid Solutions put in place a prepaid Visa card program.  This scalable delivery mechanism is designed to increase the cost efficiency of humanitarian assistance, reduce administrative and contracting burdens for National Societies (NS), and reduce fraud, waste, or misuse. 





When a DREF or Emergency Appeal operation that includes cash assistance is approved, IFRC AZO, in collaboration with National Societies, will have the ability to utilize this centrally managed prepaid card system in 33 of the 35 countries in the Zone.  The IFRC AZO and National Societies will follow the procedures in this document to ensure that an efficient and accountable prepaid card program is delivered.  


Standard Operating Procedures- Purpose and Scope


This manual covers all the transactions associated with the management of the open-loop, prepaid stored value cards.  The SOPs are specifically designed to be used in conjunction with prepaid Visa cards from the vendor SWIFT Prepaid Solutions.  The purpose is to set out the practical conditions required to ensure the appropriate management of the cards, compliance with existing procedures, and to define the controls to put in place to safeguard this asset.





The intended audience for these SOPs is Americas Zone Office (AZO) Finance staff, AZO Logistics staff, Disaster Management Delegates, Cash Transfer Programming staff, and National Society staff and volunteers involved in Emergency Cash Assistance programs in the Americas Zone.  It should be kept in mind that the purpose of the cards is to provide emergency, unconditional cash assistance to beneficiaries following emergencies.  The cards should not be used for any other purpose.  The SOPs are established to provide the proper handling for the cards in this context.  If the purpose of the cards should change, further SOPs should be written or adapted for the new context. 





Responsible Personnel


[bookmark: _Toc374464163]3.1 Authority


[bookmark: _Toc184704493]The authority to operate the prepaid Visa cards system will rest with the Head of Programs and Operations.  


[bookmark: _Toc374464164]3.2 Delegation of Authority


The Head of Programs and Operations may delegate this responsibility to another staff within the office such as a Disaster Management Delegate  within the Pan American Disaster Response Unit (PADRU), and/or Finance Officer/Delegate.  The staff to whom the authority is delegated will be hereafter referred to as the “IFRC Swift Program Manager”.  If it is better to delegate the authority to a person different than the positions already mentioned, it should be clearly justified.  This delegation of authority if it is different should be stated in writing and sent to the appropriate heads of departments in the Americas Zone office.


Standard Operating Procedures (SOPs)


These Standard Operating Procedures guide AZO personnel in procuring, processing, and distributing prepaid cards to beneficiaries. This document also establishes the roles and responsibilities for National Society staff and volunteers involved with the cash assistance process. Finally, it outlines the checks and balances (internal controls) used to mitigate the risk of waste, fraud, or misuse of cash assistance cards in the program by staff and/or beneficiaries. 











4.1    Standard Operating Procedure: Ordering Cards





Prerequisites


· Approved Disaster Relief Emergency Fund Proposal/Emergency Appeal (DREF/EA)





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, IFRC AZO Finance Officer, IFRC AZO Logistics Officer, and any project staff authorized or delegated to do these activities.   





Procedure


1. DREF/EA is received by PADRU from National Society with defined number of beneficiary households and the amount of cash assistance to be provided. This DREF/EA and accompanying budget, must be approved by Geneva before cards can be ordered and shipped to that emergency operation.


2. PADRU uses a Logistics Requisition (See Appendix 1: Logistics Requisition) to request the Logistics department to order cards from SWIFT, attaching DREF/Appeal as supporting documentation for the requested number of cards.


3. Finance reviews and validate the LR for the number of cards needed, and the budget. 


4. Logistics Unit processes the LR according to established Zone Procedures.


5. Logistics signs into the SWIFT Integrated Order Management System (OMSI) to place new orders following SWIFT standard operating procedures for placing an order.


(a) Bulk Order- Order can be made for pre-positioned stock held in Americas Zone Office in Panama or to be shipped direct to the relief operation in the affected country.  These are plastic cards with no load value, or activation. They are held until needed and sent from AZO in Panama to emergency operation as requested. 


6. Order confirmation and delivery information is sent out by the system to identified IFRC email addresses. These emails should include previously designated representatives in the Logistics Unit, Swift Program Manager and Finance Unit. 












































4.2    Standard Operating Procedure: Receiving Cards*





Prerequisites


· Card order made in the OMSI by Logistics.





Responsibilities


The responsible personnel for this SOP are IFRC AZO and National Society Program, Finance, Logistics, and any operation staff authorized or delegated to do these activities.   





Procedure


1. Logistics staff receives cards from shipper and delivers cards to Finance staff. 


2. Finance staff and Logistics staff verify cards in the box with the order to confirm all cards/card numbers that were ordered have been delivered. A “Goods Received Note” (GRN) is filled out. (See Appendix 2: “Goods Received Note”)  


a. In the IFRC AZO in Panama City, Panama, if the cards/card numbers do not match the order form, and/or are missing, this is reported in the OMSI system by Logistics Staff. There is a field in the delivery confirmation section to report the discrepancy.  


b. In the field location, if cards/card numbers do not match the delivery list, these cards/numbers should be reported by email to the IFRC SWIFT Program Manager.





3. Message confirming inventory stock is sent from the OMSI system to identified email addresses (Logistics Unit, IFRC SWIFT Program Manager, Finance Office)


4. Monthly invoice for the card purchase and associated fees will be sent to the AZO in Panama City, Panama for payment by Finance Unit. 










































































4.3    Standard Operating Procedure: Storing and Managing Cards*





Prerequisites


· Cards have been delivered to the AZO in Panama City, Panama and/or direct shipped by SWIFT to the National Society where the emergency operation is located.





Responsibilities


The responsible personnel for this SOP are the IFRC AZO and National Society Program, Finance, and any operational staff authorized or delegated to do these activities.   





Procedure


Cards are verified in the AZO office and/or emergency operation location in the same manner.  


1. The Finance Director or Designee  Logistic staff and the Program Officer sign the verified cards (See SOP: “Receiving Cards”) into the safe log (See Appendix 3: Safe Log Sample).  Both sign the safe log to verify the cards are in the safe.  The shipping/inventory list (See Appendix 4: Inventory List Sample) is placed with cards in the safe. The custody of the cards will remain into the logistic deparment.


Note: Emergency Operations may not have access to a traditional safe, bolted to the floor of an office. This is the ideal location to store cards. However, optional locations include a locked closet or drawer, or cash box kept in a locked drawer/closet. Cards should be treated as financial instruments similar to bank checks, credit cards, or cash. 





Note: Safes, closets, drawers, and cash boxes should be accessible by two different persons, who are not involved with the distribution of the cards, or identification of beneficiaries. Each with their own key, or one with a key, and one with the code to the safe.  Finance procedures for securing cash, bank checks, or credit cards should be followed when operating the secure locations. 





2. Cards are inventoried once a month in the AZO Panama Office, by  logistic and the verification from finance (finance Officer)   and daily in the emergency operation if they are being distributed in multiple locations each day.  This is to ensure stock matches the inventory list in the safe. 


3. In AZO Panama, cards should be kept at 2,000 stock level of cards. Cards should be reordered when card stock dips below 1,000 cards. 


4. Cards are reordered by IFRC SWIFT Program Manager when stock is below 1000 cards. (See SOP “Ordering Cards”)









































4.4    Standard Operating Procedure: Withdrawing Cards from Stock*





Prerequisites


· DREF/EA proposal with approval signatures 


· Beneficiary List with approval signatures from the operation


· Cards in stock





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, IFRC AZO and Operation/National Society program lead, Finance staff, and any operational staff authorized or delegated to do these activities.





Procedure


1. Program staff writes a card request email, including how many cards and for what operation, and sends to Finance  Logistic Director or Designee for cards to be withdrawn from safe/secure location.


2. The Finance Logistic staff withdraws requested cards from the safe/secure location.  The Program staff signs the inventory sheet and the safe log sheet which is also signed by Finance  Logistic Staff member verifying the withdrawal.































































































4.5    Standard Operating Procedure: Transporting/Shipping Cards*  





Prerequisites


· Cards are withdrawn from the safe





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, the Operation/National Society Program staff, and any operation staff authorized or delegated to do these activities .





Procedure


1. Program staff decides to ship pre-positioned cards to operation, or they are hand carried with Red Cross staff assigned to operation (RIT, DM Delegate, etc.)


a. If Shipped:


i. Reputable shipping company is found which will service the country with the emergency operation. 


ii. A shipping request is made to Logistics Unit to ship the cards to the location. 


iii. Cards should be shipped in a hard case/pelican case if possible, as this will be used later to transport the cards to distribution locations. 


iv. An inventory of the cards should be included in the shipping case, along with a Goods Received Note, as per usual shipping procedures.





b. If Hand carried:


i. IFRC Swift Program Manager has list of cards-numbers and load amounts- and physical cards to be sent to field office/distribution site. This list is signed by Red Cross staff/distribution site supervisor travelling to location


ii. Delegate/distribution site supervisor puts cards in a hard-sided case, (pelican case), with a combination lock integrated into the case, and/or an external lock which can pass through the handle. 


iii. Once delegate/supervisor reaches field location, they sign in the stock to the safe/secure area (See SOP “Storing and Managing Cards”) or begin preparing for distribution (See SOP “Preparing Cards for Distribution)


















































   4.6    Standard Operating Procedure: Funding Cards


Note: Funding cards can be done any time in the process, as long as the prerequisites are completed. It can happen simultaneously with card shipping to field locations, and preparation for distribution.  It can also happen, after the card has been distributed to the beneficiaries if that is the best option for the operation. 





Prerequisites


· DREF/EA proposal with approval signatures 


· Beneficiary List with approval signatures from the operation


· Cards in stock/Cards available for order to be direct shipped





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, IFRC AZO Finance Director or Designee and any other staff designated to carry out these activities.





Procedure


1. Card funding is requested by IFRC SWIFT Program Manager to the IFRC AZO Finance Director or Designee once Once a DREF/EA approval is completed, and a beneficiary list is generated from the operation and the amount to be assign to the card is stablished, the project manager (DM) will request a bank transfer to SWIFT PREPAID SOLUTIONS, INC, to finance department (Treasury). 


2. Finance Director or Designee checks stock and budget to ensure cards and amounts are available in stock and budget The Finance Officer will validate the request for payment ensuring that the amount to be funding is available in the budget of the approved DREF/EA.


3. Finance Director or Designee creates a Treasury process the wire transfer request which is signed by the IFRC DREF/EA budget holder. and send a copy of the bank transfer confirmation to the DM Delegate /Project manager via email.


4. Finance sends the wire transfer with the appropriate amount to the vendor, SWIFT. This wire transfer goes to the bank account which will fund transfers on the cards. This process can take approximately 12 banking/business hours. 


5. The Beneficiary list is exported by Programs from “ODK” or “DMDS Lot 4” for the approved event in a .XLS  or .CSV file


6. The Beneficiary list is imported into the Vendor System (OMSI) by Programs the DM Delegate/project manager or designee. with appropriate fields -fund amount is included-At that point  then System "auto assigns" card numbers based on available inventory;


7. The cards are funded by Programs under "Fund Only" function with approved amount as per the approved DREF/EA proposal and budget. (See SWIFT Load procedures on how to use the “fund only” function in OMSI.)


a. A “Batch Order” can be created at this point. A Batch order is when Finance creates a card order and attaches the beneficiary and funding information at the same time. The cards can then be sent directly to the operation in a specified country, or shipped to AZO in Panama City, Panama.


8. Once the cards are funded, OMSI sends an automated message to identified email addresses to notify of the card funding.  These addresses should include the Finance Director or Designee, IFRC SWIFT Program Manager, and any other designated staff. 


9. A complete list of beneficiary information and the card numbers assigned to the beneficiaries can be exported from OMSI and imported into DMDS/Mega V or other distribution system. Alternatively, it can be formatted in Excel and used as a Distribution list (See Appendix 5: “Distribution List- Sample”) for the operation.




















4.7    Standard Operating Procedure: Preparing and Distributing Cards





Prerequisites


· Verified and approved beneficiary list with card information


· Funded cards in stock





Responsibilities


The responsible personnel for this SOP are the Operation/National Society Program and Finance staff, and any operational staff authorized or delegated to do these activities. 





Procedure


Preparing for Card Distribution (1-2 days in advance of distribution)


1. The beneficiary distribution list is printed with the names/information and last 4 digits of the card - with 20 beneficiaries lines/page and 5 pages for each volunteer distributing cards. This list should have a place for beneficiaries to sign when they receive their card.


2. The cards are put in order of the names on the list-ensuring the name matches the card numbers. This also serves as a verification check done by the distribution manager to ensure all cards have arrived from the operation office for the distribution.


3. The beneficiary distribution list is divided into manageable distribution sections (i.e. 100 names per each team of staff members)


4. On the day of distribution, each distribution volunteer receives the cards that match their beneficiary list. Each staff signs an inventory list to verify they have received their cards/list. Staff is responsible for each card, and can be responsible for the dollar value amount if the card is lost during the distribution.





Distributing the Cards


1. The beneficiaries "register" as they come through the door – this registration is a check that all ID, tickets, or other required documents are in place.


2. The beneficiaries are directed to the appropriate distribution table according to their last name in Alphabetical order, according to their ticket number, or other ordering system.


3. One volunteer at the card distribution table checks the ID against the list, and has the beneficiary sign the distribution list.


4. A second volunteer gives the beneficiary their card, and explains how it works. 


5. The beneficiary receives an information sheet (See Appendix 7: “Beneficiary Information and/or Beneficiary Agreement – Sample) with the local access number for their country included. They are able to call the phone number and receive their Personal Identification Number (PIN), as well as check the balance on the card.


6. For beneficiaries that don’t have a phone, a section of the distribution site will be set up as a call center, with phones provided by the operation.  The beneficiary calls and collects their PIN code -showing Prepaid card, ID, and afterwards signing they received a PIN code.  





























4.8    Standard Operating Procedure: Activating Cards





Prerequisites


· DREF/EA with approval signatures 


· Funded card list with beneficiaries  and card information in the OMSI system


·  Money in the SWIFT bank account to fund transfers to the cards (Wire transfer completed)


· Cards distributed to the beneficiaries 


· Verifications list signed by one representative from IFRC (RIT or DM Delegate) and one representative from the National Society (Project Coordinator or Finance staff from the NS)





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, IFRC AZO Finance Director or Designee, and any project staff authorized or delegated to do these activities.   





Procedure


1. The IFRC Swift Program Manager  The DM Delegate notifies the IFRC AZO Swift Program Manager or PADRU coordinator Finance Director or Designee to activate cards that have been distributed in the operation. This includes the card numbers/names for activation. The DM has to send the verification list with the  two required signatures (IFRC and NS), indicating if all the cards has been received for the beneficiaries and/or which cards have not been received   


Note: It is ideal  Mandatory to activate only the cards distributed to beneficiaries. This would mean activating cards after each day of distribution. However, the current  system may not allow for small batches to be activated in this manner. 


2. IFRC AZO Finance  Swift Program Manager or PADRU Coordinator or Designee, logs in to OMSI to activate the cards from the report (Appendix 6: Distribution Report Sample) sent from the field. This should be done within 24 hours of completing all the distributions to beneficiaries.


3. IFRC AZO Finance Swift Program Manager or PADRU Coordinator or Designee uses batch activation method in OMSI if possible.  


4. The OMSI sends an email notification that the cards are activated to the designated email addresses. These should be the IFRC AZO Swift Program Manager, IFRC AZO Finance Director or Designee, Operation/ National Society staff or personnel leading the card program.














 


















































4.9    Standard Operating Procedure: Monitoring Cards    


Note: Monitoring activities take place throughout the process. Monitoring happens when stock inventory is done, when reviews and signatures are received for approving programs, and when cards are transferred from one person to the next in the chain of custody.  The below monitoring activities are specifically used for distribution, beneficiary satisfaction, and mitigation of risks during card handling.  These activities are recommended to be used in the program. All activities may be used, or variations of them depending on the context.  





Prerequisites


· Distribution of the cards is occurring (process monitoring during distribution)


· Cards distributed to beneficiaries


· Monitoring forms created and ready for use





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager,  Operation/National Society program lead, Operation/NS Monitoring Officer, and any project staff authorized or delegated to do these activities.   





Procedure


1. Distribution monitoring – This monitoring ensures beneficiaries are moving efficiently through the distribution cycle. It also ensures the correct card is given to the correct beneficiary, supporting documents are signed, cards are accounted for throughout the distribution, and any discrepancies in card numbers is immediately discovered. 


a. Distribution list includes a signature for each name/line who received a card that day.  


b. The card number should match with the beneficiary name on the distribution list.


c. The signature on the distribution list should match the signature on the service agreement/information sheet (See Appendix 7: Service Agreement Sample)


d. Undistributed cards should be checked against the distribution list to ensure there is no signature on the list for a card that has not been given. 


e. Staff/volunteers who have signed for cards, should bring their distribution list with any undistributed cards to the Distribution Manager to match with lines not signed on distribution list. 


f. The undistributed cards are signed back in to the Distribution manager for safe keeping. 


g. If PIN codes are being distributed, these also must be returned, and accounted for in the same way as the cards.  PIN codes should have a separate signature form, which also should match with the Distribution list. 





2. Exit survey- The exit surveys are conducted with a random sample of beneficiaries. The main point of this exit survey is to check their ID matches the received card, PIN code, and Beneficiary agreement/communications is clearly. This ensures the beneficiaries did receive a card at the distribution, and if they did not receive a card, it is immediately reported. 


a. Monitoring team stands near the exit at the distribution site and randomly chooses people as they exit after receiving their cards.


b. Staff/volunteers ask permission to ask 3-5 simple questions regarding the process, and about the cards.  


c. Volunteers quickly check name/ID with the received card, and check it against their distribution list to ensure it matches. 


d. The beneficiary is asked if they understand how to use the card, and have received the information sheet. 


i. If the answer is no, the monitoring team can take time to explain how to use the card.





3. Feedback/complaint line – This is also part of the beneficiary communication strategy for the project. It can also be used as a monitoring tool.  


a. Beneficiaries receive the information sheet which has the feedback/complaint line number to text or call with questions or concerns.  


b. Specific volunteers/staff are assigned to answer and record the feedback/complaints from the beneficiaries. 


c. For questions they can answer immediately, this is done. For other questions/concerns, these are recorded and followed up.


d. It is important that volunteers/staff taking calls are different then staff involved with distribution of cards and/or registering beneficiaries. The phone line is usually done by monitoring volunteers/staff who are not involved in other aspects of the project. 





4. Phone Survey- This is a short 3-5 question survey similar to the exit survey.  The purpose of this survey is to call beneficiaries to see if they are having any problems with their cards/PINs.  It also is done a week or so after the distribution and verifies the beneficiaries received the card and are able to access the amount stated in their Beneficiary Communication Materials.





5. Post Distribution Monitoring (survey) – This type of monitoring is usually held a minimum of two weeks after the distribution of the cards. 


a. A post distribution monitoring (PDM) survey form is created/adapted for the emergency context.


b. Ideally, the survey questions are tested and adjusted to be useful. This survey should be 15-20 questions at the most and take less than 30 minutes to complete for each household. 


c. Volunteers/staff are trained in how to use the survey form. A random sample of the beneficiary list is created. 


d. Volunteers/staff are assigned to conduct surveys with those persons on the list. 


e. The results are put into an Excel or other database for results analysis. 





6. Transaction/Balance monitoring- The monitoring of the card expenditures should fall on the project manager and supported by finance; they need to ensure that It is done during the following three (3) steps:


a. At the end of the operation


b. When are generating the final report


c. At the cards expiration time frame


When the cards have expired, a project reconciliation must be done to determine the materiality of the total residual balance of the cards assigned to a particular project.





Note: Finance recommend revisit the contract in order to re-negotiate the topic of any balance left in the expired cards must be return to IFRC.


7. This monitoring is more difficult in the card program with SWIFT as a vendor.  Usually, 1 week after distribution a transaction report showing how the cards are being used, and the beneficiary’s balance can be received from the financial institution. With SWIFT, this information is not readily available. It can be received by logging into the customer service platform and going into each card account individually. This requires using their card number. This may not be a recommended way of monitoring in this project because of this method. It may be this is only done in cases of an audit. 


























    4.10  Standard Operating Procedure: Replacing Lost/Stolen Cards and Pin Codes  


 Note: The IFRC AZO has determined that cards/PIN codes that are lost or stolen can be replaced if they are reported within 14 days following the distribution date.  





Prerequisites


· Cards distributed to beneficiaries


· PIN code received from the vendor (SWIFT) customer service desk


· Beneficiary/Distribution list (copy)





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, IFRC AZO Finance Director or Designee, Operation/National staff, and any project staff authorized or delegated to do these activities.   





Procedure


1) A beneficiary reports they have lost a card and/or forgotten a PIN code, and requests a new Card or PIN Code to be issued. 


2) The staff answering the feedback/complaint line record this in the Feedback Log 


3) The staff sends appropriate information to the Operation/National Society program lead for the request of the Card and/or PIN Code. 


4) The Operation/National Society program lead forwards the email with the appropriate information and the request for a replacement card and/or PIN to the IFRC DM Delegate Swift Program Manager with a copy to the IFRC AZO Finance Director Swift Program Manager, PADRU Coordinator or Designee. 


5) The IFRC Swift Program Manager signs into the beneficiary’s account to see the amount left on the card.  This confirms the need for the replacement card and/or PIN code.  


6) The IFRC Swift Program Manager suspends the old card number, uploads the remaining amount from the old card on to the new card, and assigns a card from the stock on the operation.


7) A new PIN code will need to be received from the SWIFT customer service desk for the new card. 


8) PIN Code Replacement - The beneficiary must contact the SWIFT customer service desk for a new PIN code. 


9) See SOP “Distributing Cards” for the process of giving a card to the beneficiary and SOP “Activating Cards”. 















































4.11  Standard Operating Procedure: Suspending, Restoring, and Deactivating Cards    





Prerequisites


· Cards distributed to beneficiaries (suspending and deactivating cards)


· Undistributed cards (Restoring)


· Beneficiary/Distribution list (copy)





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, Operation/National Society staff, and any project staff authorized or delegated to do these activities.   





Procedure


               Suspending Cards


1.  The Operation/National Society  program lead reports an issue with a card to IFRC Swift Program Manager.


2. The IFRC Swift Program Manager logs into OMSI to suspend the card. 


3. The Swift Program Manager and the Operation/National program lead look into transaction logs to determine the problem.


a. The transaction logs must be looked at through the customer service portal


4. The Operation/National Society program lead and the IFRC Swift Program Manager work to find out what the issue is and resolve it when possible so the card will continue to work. 


5. IFRC Swift Program Manager logs into OMSI to un-suspend the card when the issue is resolved.





Restoring Cards


1. The Operation/National Society program lead notifies the IFRC Swift Program Manager after each distribution. 


2. The IFRC Swift Program Manager logs into OMSI to suspend the remaining, undistributed cards.


a. Beneficiaries can come another date/time to receive the cards. The IFRC Swift Program Manager logs into OMSI and un-suspends cards once they have been distributed to the beneficiary.


b. If the beneficiary does not claim their card, the IFRC Swift Program Manager can remove the untouched, unused funds and "RESTORE" the card. 


3. The card/beneficiary name is found, selected and “restore” is clicked. This zeroes out the balance, wipes the associated beneficiary information, and puts the card number back into the inventory stock. The card and number can be redistributed in another operation.


4. IFRC Swift Program Manager notifies the Operation/National Society program lead the card can no longer be used and has been restored to the stock inventory.


5. The physical cards are shipped or hand carried back to the AZO in Panama City, Panama and returned to physical card inventory. (See SOPs “Receiving Cards”; “Storing and Managing Cards”; “Transporting/Shipping Cards”)








Destroying Cards 


1. If a suspended card is found to be lost/stolen with some funds used from the card, the Operation/National Society program lead notifies the IFRC Swift Program  Manager. 


2. The IFRC Swift Program Manager logs into OMSI and suspends the card indefinitely. 


3. If an expired card is in the IFRC staff possession, a destruction certificate (See Appendix 8: “Certificate of Card Destruction – Sample) will be filled out by the IFRC Swift Program Manager and signed by the IFRC AZO Finance Director or Designee.  


4. The card will be removed from the card stock inventory and be destroyed by cutting through the magnetic strip at an angle least two times. 


5. When the card has expired, the funds on the suspended cards will revert to the vendor SWIFT. 


6. If the suspended or expired card remains with the beneficiary, it will no longer work (invalid), and no money can be withdrawn.





























































































































    4.12 Standard Operating Procedure: Reconciling Card and Vendor Accounts





Prerequisites


· Cards have been purchased from SWIFT and received at the shipping location


· Cards have been distributed to the beneficiaries, and programs are closed out.





Responsibilities


The responsible personnel for this SOP are the IFRC Swift Program Manager, IFRC Finance Director or Designee, and any project staff authorized or delegated to do these activities.   





Procedure


1. Finance receives final card distribution report from programs for cards distributed and activated in that operation.


2. Finance checks the wire transferring account which funded the cards, to match the returned funds reported on the statement, with the funds reported by OMSI.


3. Finance reviews monthly card invoices and the wire transfer amounts to ensure they are in line with the DREF/EA Budget and paid accordingly.


4. Any unused funds from the cards is then used to cover any budget overages, and/or reprogrammed in consultation with the IFRC Swift Program Manager, and the Operation/National Society program lead.Bank transfer sent to SWIFT after the reconciliation (funds transferred Vs. Cards activated) have to be requested back into our bank account.




























































































[bookmark: _Toc374464181]Internal Controls


[bookmark: _Toc184704494][bookmark: _Toc184803156][bookmark: _Toc185929070][bookmark: _Toc185929992][bookmark: _Toc185930093].


In order to safeguard the cards managed in the program, some measures should be put in place as minimum requirements which are listed as follows, but are not restricted to only these:


a) No documents, signed for approval, can be accepted if it has been altered


b) There should be a signature of the staff who has received the cards as well as the staff signing over the cards. There should be a signature for each person who handles the card throughout the process. This shows the chain of custody, and provides a clear record of responsibility. 


c) The person who stores and manages the cards cannot be the same person (s) who verifies beneficiaries, uploads the names and load amounts, or monitors the card process. 


d) The person that funds the cards cannot be the same person that activate the cards


e) The Distribution Supervisor and/or authorised staff should sign the card reconciliation with the staff during distribution. This list should be turned in to the operation Finance Director or Designee when the cards are returned to the safe.


f) The activation of card will be done only after having the Verifications list signed by one representative from IFRC (RIT or DM Delegate) and one representative from the National Society (Project Coordinator or Finance staff from the NS) this verification list will indicate if all the cards has been received by the beneficiaries and/or which cards have not been distributed.


g)   





Authorized OMSI users:


			


			Name


			Unit


			Functional Permissions





			1


			


			PADRU


			Upload Order Files, Fund Cards, Restore Cards, View History, Get Reports





			2


			


			


			





			3


			


			Finance


			Activate Cards, View History, Get Reports





			4


			


			


			





			5


			


			Logistics


			Place New Orders, Confirm Delivery, View History





			6


			


			


			





			7


			


			Innovations


			Administrator Access, View History
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Appendix 2:  Goods Received Note (GRN)
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Appendix 3: Safe Log- Sample























































































































Appendix 4: Inventory Sheet - Sample
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Appendix 5: Distribution List - Sample
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Appendix 6: Distribution Report - Sample





Cash Team Distribution Report





Typhoon Haiyan Response


Date:	





Chapter Location: 





Name of Person Reporting 





			Name of Community: 


			





			Total # of families targeted for grants:


			


301





			Date (MM/DD/YY): 


			1-21-14


			1-22-14


			


			


			





			Total # families that received grants: 


			289


			12


			


			


			





			Unclaimed grants: 





			12


			0


			


			


			





			Duplicates


			0


			0


			


			


			





			Additional Names





			


			


			


			


			











Names of persons from community who did not claim grants: 





Names of persons who were duplicated in the list:





Names of persons who were added as beneficiaries: 





Comments on Distribution:





Plan of Action:





Final Signature: ___________________________________________



































Appendix 7: Beneficiary Information and/or Beneficiary Agreement- Sample





Beneficiary Information Letter – Sample





Dear Red Cross Client: 


You have been issued a prepaid card from the Red Cross to use in purchasing items that may be needed at this time. This card may be used at any store that accepts _____________. Your Red Cross Card has been preloaded with a value of $__________, to be used to purchase recovery items for yourself/family. You may not purchase alcohol, tobacco, or firearms. These funds are being provided to you as emergency assistance. You must use all the funds within ____days. 


Your card can be used three ways: 


· CREDIT CARD: You can use your card at any store that accepts___________. You do not need a PIN for credit card purchases.





· PREPAID CARD: You can use your card at any store that accepts_______________.   You will need a PIN for prepaid card purchases. 





· ATM: If you would like to withdraw cash, you can use your card at any ATM. You will need your PIN.  Your PIN is the 4-digit number that was provided by the bank when you called the toll free number. 


 To report your Red Cross Card lost or stolen, please contact the Red Cross immediately at ____________________.






















































































Appendix 7: Beneficiary Information and/or Beneficiary Agreement (Continued)





Beneficiary Agreement -Sample





Introduction: 


In response to the humanitarian needs of families affected by _________________________,Red Cross Society, with support from the International Federation of Red Cross and Red Crescent Societies, will be implementing a programme to help families meet their basic needs. 





What you will receive:


· You will receive a prepaid VISA card 


· This will have $__________ on the card to use. This is a one time payment.





			For what is the money aimed to be used?








· It is expected that you will use the money to pay for things such as; rent, food, medicine etc. 


· The money must not be used for drugs, alcohol, weapons, or any illegal activity. 





No one else in the community is entitled to receive any portion of your assistance nor are you required to give any money to staff of the Red Cross.


How you will receive the money:


- You will be given a Prepaid Card and a security PIN number. 


- You can use this card at an ATM machine. Put the card into the ATM machine and follow the instructions on the screen. 


- You can use your card at any store that accepts___________. You do not need a PIN for credit card purchases.- You can use your card at any store that accepts_______________.   You will need a PIN for prepaid card purchases. 


- If you are not sure how to use the card please ask a staff member of the bank or store to help you


- The card will allow you to withdraw money only.  





Please keep your ATM card and PIN Number SAFE! If the card or PIN is lost/stolen, please report it to the Red Cross as soon as possible using the telephone number___________________________


Additional Information:


At no time shall it be possible to withdraw more than the respective Withdrawal Limit, and there shall be no credit facility available.





There shall be no possibility to make any deposits, bank transfers, or any activities of similar nature to or from the Card Account, other than withdrawal of money by ATM. 





If you have any questions please call the following telephone number……………….. The phone line will be open between the hours of ___________ from__________. Please do not visit the Red Cross Office unless you are invited to come. We will do our best to answer all queries and we request you to be patient and support us to support you!


_________________________________________________________________________________





I…………………………confirm that I have received an Card and PIN number from the Red Cross and understand the information contained in this document. 





Signed:………………………			Date……………………





I…………………………confirm that, on behalf of Red Cross, I have handed over the Card and PIN number to the above mentioned beneficiary and have explained the information contained in this document. 		





Signed:………………………			Date……………………	


Appendix 8: Certificate of Card Destruction – Sample





Certificate Report for Destruction of Lost/Stolen/Destroyed/Expired Card(s)           





			Project Name: 





			Project Finance Code:


			Location:











PLEASE CHECK THE APPROPRIATE BOXES.  


  


[bookmark: Check2][bookmark: Check3]  |_|  Destroyed   |_|  Misplaced/ Lost/Stolen   |_|  Expired |_| Other _____________(Reason) 


   


Total # of cards listed: __________ (One card # per box; expand rows as needed or attach separate list):





			Card Number


			First Name


			Last Name


			Expiry Date





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			











Check one: 


|_|     Destruction 


This is to certify that the project has destroyed the cards listed above today. The signatures below are the staff witnessing the card destruction. The IFRC office hereby agrees the issuer of the cards is not responsible for any losses suffered and/or expenses  incurred in connection with the use of destroyed cards for any purpose. 





|_|     Lost/Stolen/Expired


This is to certify that _________________ (name of person destroying cards) has acknowledged that the above cards listed have been misplaced, lost, expired or destroyed.  By certifying that this statement is true, the project authorizes suspending the cards by the issuer of the card. The project will not hold the issuer of the cards responsible for losses suffered and expenses incurred in connection with the use of Lost / Stolen cards for any purpose.  If cards are recovered at a later date or additional cards need to be transferred/destroyed, another certificate is required to be completed. 








AUTHORIZED SIGNATURE 				TITLE				DATE





AUTHORIZED SIGNATURE				TITLE				DATE





*Denotes procedures that are also used in the operation level or National Society level.
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[WORKING DRAFT – 

This is a general-use template that may need to be adapted to your specific programme]



		NAME OF CONTACT AT NATIONAL SOCIETY

		DATE



		

		







QUESTIONNAIRE FOR FINANCIAL SERVICES PROVIDERS (FSP)



This questionnaire shall help to evaluate the data protection standards of the FSP and identify any issues that need to be addressed before contracting with it in the context of a CVA-programme.  Where appropriate, you may wish to consult with your legal and/or data protection representative when completing this questionnaire.



		NAME OF FSP



		



		ADDRESS OF FSP

		NAME & CONTACT DETAILS OF FSP CONTACT 



		



		







Company Details

		1

		Where is the FSP registered? Please indicate registration number if applicable.



		

		





		2

		Is the FSP part of a group structure? If yes, what is the name of the parent company? Where is it registered? Is it a bank/FSP?



		

		





		3

		Is the FSP licenced as a bank / financial service provider? Who is the responsible regulatory authority?



		

		









Data Protection 

		

		Is the FSP subject to data protection laws or standards?



		

		





		

		Does the FSP have a privacy/ data protection policy?



		

		





		

		Does the FSP have a Data Protection/Privacy Officer? If so, please indicate contact details



		

		





		

		Has there been any data breach (hacking, leak, etc.) or similar incident in the last two years? If so, please describe steps and mitigating measures taken.



		

		





		

		Does the FSP have procedures in place to respond to data subject rights (data access right, right to deletion, right to correction, etc.)?



		

		





		

		Does the FSP provide or otherwise make available information on data protection to its clients?



		

		









Data Handling

		

		Is the FSP subject to KYC-regulation when taking on new clients? If so, which data are required to fulfil the requirements?



		

		





		

		Does the FSP run screens against watchlists (anti-money laundering, counter-terrorism, etc.) when taking on new clients? If so, what is the procedure in case of a “hit”?



		

		





		

		Does the FSP use client data for other purposes than the provision of payment services (e.g., marketing)?



		

		





		

		What software does the FSP use to manage/process data? 



		 

		





		

		Is a third-party provider involved in the maintenance of the software? If so, does the third-party personnel have access to clear data in this context? If so, is there a data protection agreement in place?



		

		





		

		Does the FSP record meta-data? For what purpose?



		

		









Data Transfer

		

		Is the FSP subject to an obligation to share information on clients with third parties (e.g., government)?



		

		





		

		Does the FSP involve Service Providers in the processing of data? If so, does the contract include a Data Processing Agreement? 



		

		





		

		Does the FSP share personal data with other third parties? If so, please elaborate.



		

		





		

		Does FSP transfer data across borders (internally/externally)? To where and why?



		

		









Data Storage/Retention

		

		Where are the FSP‘s servers located (main/back-up)?



		

		



		

		Is a third-party provider involved in the maintenance of the servers? If so, does the third-party personnel have access to clear data in this context? If so, is there a data protection agreement in place?



		

		





		

		Does the FSP use external cloud solutions for storage? If so, which one?



		

		





		

		What is the data retention policy? What data retention periods are used (main/back-up/meta data)?



		

		





		

		Are data stored in back-up systems? If so, what is the back-up solution?



		

		









Security Measures

		

		Does the FSP have an information security management (ISMS) certification?



		

		





		

		What access limitation measures are in place (password protection, need-to-know for 

personnel, lockers, access limitation from remote, etc.)?



		

		





		

		What encryption mechanisms are used by the FSP? Does the FSP have an encryption management system?



		

		





		

		Are employees subject to a confidentiality agreement?



		

		





		

		Are logfiles (users, networks, etc.) recorded?



		

		





		

		Does the FSP have a data loss prevention protocol?



		

		





		

		For offsite working – are there procedures and policies in place that ensure a sufficient data protection standard when working with portable electronic devices? Please elaborate.



		

		









Cooperation with RC National Society

		

		What beneficiary data[footnoteRef:1] would the FSP expect to be shared in case of: [1:  Beneficiary data is information relating to an individual person benefitting from the RC programme ] 




		

		opening accounts for beneficiaries

		



		

		using existing beneficiary accounts

		



		

		setting up virtual account for NS

		



		

		What would be the typical data flow of data provided by the RC National Society (re: beneficiaries and re: the RC National Society)? Please give a brief overview.



		

		





		

		What would have to be done to make systems of RC National Society and FSP compatible for cooperation?



		

		





		

		Would the FSP accept on-site audits and quality checks by the RC National Society or its agent?



		

		





		

		How and how fast would data breach incidents be communicated? 



		

		





		

		Will FSP cooperate if regulatory authorities investigate in data processing activities?



		

		





		

		Would the FSP be willing to aggregate payment data/financial activity data of beneficiaries (e.g., overview on where, how and when money was spent on average)?



		

		





		

		Would FSP accept RC National Society’s contract template?
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Appendix 43_v-1 Summary of procurement authorisation levels.docx
[bookmark: _Toc381377653]Summary of procurement procedures according to procurement authorization levels per contract value



< 1’000 CHF[footnoteRef:1]; Use of requisition is recommended. At discretion of HO Lower     thresholds level can be set. [1:  For  Geneva Procurement Authorities and GLS field units threshold level starts at 5'000 CHF] 




1’000>  <  20’000 CHF; The procurement process requires the following:



(a) Logistics Requisition approved by project manager and validation by finance.

(b) Preparation and release of Request for Quotation to minimum three potential suppliers.

(c) Bids receipt, their evaluation and preparation of Comparative Bid Analysis ‘CBA’ with a recommendation. CBA must be signed by the Purchasing Officer and approved by either the HO or other authorized persons as appropriate

(d) Contract issuance and contract management. 



20’000 >  < 50’000 CHF; The procurement process is the same as described in Section 1.3.5.2. in addition:



(a) All bids should be requested in sealed envelopes[footnoteRef:2].  [2:  For tenders conducted by the authorized Procurement Authorities in HQ Geneva sealed bids are requested above CHF 100’000.
] 


(b) LCoC with designated members must be appointed by the HO. 



(c) Conduct LCoC opening ceremony. Minutes of the meeting must be issued and signed by all LCoC members.

(d) Conduct LCoC meeting to ensure strict compliance to the IFRC procurement procedures and make a recommendation to HO on selection of supplier(s). Minutes of the meeting must be issued and signed by all LCoC members. HO is responsible for final approval of the LCoC recommendation.



HO is responsible to ensure that basic principles to be observed, including competitiveness, good quality, best value for money for the expenditure levels as per Section 1.3.5.1, 1.3.5.2,1.3.5.3.



50’000 >  < 400’000 CHF; The procurement process is the same as described in Section 1.3.5.3. In order to ascertain that a strict compliance to the IFRC procurement procedures is ensured, IFRC offices must submit a copy of the following documents to their respective GLS field units to obtain the required procurement approval:



(a) Logistics Requisition form approved by budget holder and validated by finance.

(b) Request for quotation. 

(c) Minutes of opening ceremony, signed by all LCoC members.

(d) Copy of all bids.

(e) Copy of CBA signed by Purchasing Officer and approved by the HO or authorized person (electronic copy to be provided).

(f) LCoC minutes, signed by all members, explaining the procurement process and the choice made. 

(g) Draft of the contract.



All contracts pertaining to construction contracting irrespective of value is subject to quality assurance by the GLS Geneva office and  must be presented to the GLS Procurement Authority in HQ Geneva for procurement approval. 

All approved requisitions for procurement of medical supplies irrespective of value must be submitted to GLS Procurement Authority in HQ Geneva for processing. 



 > 400’000 CHF[footnoteRef:3]; The procurement process is the same as described in Section 1.3.5.4. In addition: [3:  Threshold is applicable also for establishment of Global or Regional Framework Agreements, all these files must be submitted for the approval.] 




(a) The file must be presented to Geneva CoC for approval. The same documents as per Section 1.3.5.4.  must be forwarded to GLS Procurement Authority in HQ Geneva through the respective GLS field units. 

(b) GLS procurement authority will review and submit the complete file to CoC for approval. 

(c) The CoC reviews all submissions for compliance with the IFRC procurement procedures. The CoC also reviews and provides recommendations on any financial and legal risk associated with a particular contract implementation.



Important note: if the above documents are issued in the local language, translations into English are required and must be sent together with copies of original documents.

1.1.1. [bookmark: _Toc398223139]Summary of procurement procedures according to procurement authorization levels per contract value see Appendix 43



< 1’000 CHF[footnoteRef:4]; Use of requisition is recommended. At discretion of Head of Office. Lower thresholds level can be set at country level. [4:  For  Geneva Procurement Authorities and GLS field units threshold level starts at 5'000 CHF] 




1’000>  <  20’000 CHF; The procurement process requires the following:



(e) Logistics Requisition approved by project manager and validation by finance.

(f) Preparation and release of Request for Quotation to minimum three potential suppliers.

(g) Bids receipt, their evaluation and preparation of Comparative Bid Analysis ‘CBA’ with a recommendation. CBA must be signed by the Purchasing Officer and approved by either the HO or other authorized persons as appropriate

(h) Contract issuance and contract management. 



20’000 >  < 50’000 CHF; The procurement process is the same as described in Section 1.3.5.2. in addition:



(e) All bids should be requested in sealed envelopes[footnoteRef:5].  [5:  For tenders conducted by the authorized Procurement Authorities in HQ Geneva sealed bids are requested above CHF 100’000.
] 


(f) LCoC with designated members must be appointed by the HO. 



(g) LCoC conducts the opening ceremony. Minutes of the meeting are issued and signed by all LCoC members.

(h) LCoC conducts a meeting to evaluate the bids, review  compliance with the IFRC procurement procedures and make a recommendation to the Head of Office on the selection of supplier or service provider. Minutes of the meeting are issued and signed by all LCoC members. The Head of Office is responsible for final approval of the LCoC recommendation.



Head of Offices is responsible to ensure that basic principles are observed, including competitiveness, good quality, best value for money for the expenditure levels as per Section 1.3.5.1, 1.3.5.2,1.3.5.3.



50’000 >  < 400’000 CHF; The procurement process is the same as described in Section 1.3.5.3. In addition, IFRC offices must submit a copy of the following documents to their respective GLS field units to obtain the required procurement approval:



(h) Logistics Requisition form approved by budget holder and validated by finance.

(i) Request for quotation. 

(j) Minutes of the opening ceremony, signed by all LCoC members.

(k) Copy of all bids.

(l) Copy of CBA signed by Purchasing Officer and approved by the Head of Office or authorized person (electronic copy to be provided).

(m) LCoC minutes of the evaluation meeting, signed by all members, summarizing the procurement process and the selection of suppliers or service provider. 

(n) [bookmark: _GoBack]Draft of the contract.





 > 400’000 CHF[footnoteRef:6]; The procurement process is the same as described in Section 1.3.5.4. In addition: [6:  Threshold is applicable also for establishment of Global or Regional Framework Agreements, all these files must be submitted for the approval.] 




(d) The file must be presented to Geneva CoC for approval. The same documents as per Section 1.3.5.4.  must be forwarded to GLS Procurement Authority in HQ Geneva through the respective GLS field units. 

(e) GLS procurement authority will review and submit the complete file to CoC for approval. 

(f) The CoC reviews all submissions for compliance with the IFRC procurement procedures. The CoC also reviews and provides recommendations on any financial and legal risk associated with a particular contract implementation.



Important note: All documents submitted must be translated into English and sent with copies of the original documents.
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Request%20for%20Exception%20for%20Calling%20for%20Bids%20GVA_template%20.docx
FEDERATION INTERNATIONALE DES SOCIETES DE LA CROIX-ROUGE ET DU CROISSANT-ROUGE

INTERNATIONAL FEDERATION OF RED CROSS AND RED CRESCENT SOCIETIES

FEDERACIÓN INTERNACIONAL DE SCIEDADES DE LA CRUZ ROJA DE LA MEDIA LUNA ROJA

الاتحاد الدولي للصليب الأحمر والهلال الأحمر







FEDERATION INTERNATIONALE DES SOCIETES DE LA CROIX-ROUGE ET DU CROISSANT-ROUGE

INTERNATIONAL FEDERATION OF RED CROSS AND RED CRESCENT SOCIETIES

FEDERACIÓN INTERNACIONAL DE SCIEDADES DE LA CRUZ ROJA DE LA MEDIA LUNA ROJA

الاتحاد الدولي للصليب الأحمر والهلال الأحمر





		





REQUEST FOR EXCEPTION FOR CALLING FOR BIDS







		

PROCUREMENT AUTHORITY:  Name of NS

SUPPLIES/ SERVICES: type of service, e.g. mobile money 

PURCHASE VALUE: XXX

TOTAL NUMBER OF BENEFICIARIES: XXX 

TOTAL BUDGETED AMOUNT FOR DISTRIBUTION: XXXX (Currency) Equivalent to XXXX CHF

TOTAL BUDGETED AMOUNT/FSP SERVICE FEES:   XXXX (Currency) Equivalent to XXXX CHF

SUPPLIERS/SERVICE PROVIDERS: Name of FSP

DATE: XXX











ISSUE:       Insert subject 



EXECUTIVE SUMMARY:

       	

		







Background

		Reason for asking for exceptional approval and background to existing contract, up to 1000 words



		Description of the business proposal

		What is the ask





		Risk Analysis

		Include risks and mitigation measures











Enclosures:



· Insert list of attachments / supporting documents 







This is a request to exceptionally approve a contract award to the above-mentioned supplier without calling for bids for the following reasons as stated in Section 2.7.2 Authorised Exceptions of the Procurement Manual:



a) No Competition: a competitive marketplace does not exist when there is only one source of supply and where no other similar items fulfil requirements





b) Lack of Offers: no bids or no suitable[footnoteRef:1] bids have been submitted in response to a tender [1: ] 








c) Emergency and exigency: requirements of operation leave no time to conduct a proper tendering process for supplies to address immediate and unforeseeable humanitarian requirements generated by sudden natural or man-made disasters





d) Repetitive Orders: the repetition of Order for the same supplies and services to the same Supplier without a tendering process 





e) Additional supplies work and services: adding to an initial Order additional supplies, works and services which, due to unforeseen circumstances have become operational necessity is permitted



f) Real Estate: where there is no effective choice for purchase or lease of real estate (including land, buildings, warehouses, etc.)



g) Procurement action through Partners: IFRC may cooperate with other humanitarian partners to meet its procurement requirements









h) Fiduciary services: Fiduciary services such as banking, audit, legal services (including the hiring of lawyers or law firms whether or not on a pro bono basis) that may not be able to be objectively evaluated 

i) Partnerships with the financial engagement. Any transition from the long traditional partnerships to partnerships with the financial engagement



	

Management recommendation



Insert text 





Technical Review and Recommendation:



Insert text 





Submitted by: 		

		Name

		Position

		Signature

		Date



		



		

		

		

















Endorsed by:

		Name

		Position

		Signature

		Date



		

		

		

		









[bookmark: _Hlk58578026]Reviewed by:

		Name

		Position

		Signature

		Date



		Sergio Fernandes



		Procurement Manager SCM Africa Region

		

		







Approved by: 	



		Name

		Position

		Signature

		Date



		Rishi Ramrakha



		Head of Unit 

SCM Africa Region

		

		





	

		Name

		Position

		Signature

		Date



		Mohammed Mukhier



		Director of Africa Region 

		

		









Technical Exceptional Approval 





Reviewed by:

		Name

		Position

		Signature

		Date



		Coralie Diaz Luthi



		Team Lead Global Strategic Sourcing

HS & SCM, GVA

		

		







Approved by 



		Name

		Position

		Signature

		Date



		Simon Missiri

		

Director

HS&SCM, GVA
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