
MODULE 3. ANALYSIS AND MONITORING

 In this module:

 Cost Efficiency 

 Risk Analysis 

 Risk Mitigation

 Financial Control 

 Quality Control

 Monitoring 
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DEFINITION
RISK MITIGATION PLANNING

Risk mitigation planning is the process of developing options and 
actions

SOURCE:  Project Management Institute

This is something we do everyday in our lives 
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TYPES OF RISK MITIGATION 

 Avoid risk – Change plans to circumvent the problem

 Control risk; – Reduces impact or likelihood (or both) through intermediate steps

 Accept risk– Take the chance of negative impact

 Transfer risk – Outsource risk

We avoid risk a lot in cash but just opting not to do it!  We often look at the risk of 
“doing” but what about the risk of “not doing” that’s less likely to be considered – we 
should look at both, so what is the risk to not doing the program at all, what is the 
risk of not using cash as the modality?

Have a discussion about what they mean. 

Remember that avoiding or transferring do not meaning completely removing. We 
will still have exposure even if it is limited to organizational reputation. For example 
with a FSP delivering cash on our behalf, we may be completely our of the financial 
risk but it is still our programme and we are still exposed to a reputational risk. 

This example also works to show now a mitigation measure of one risk – Cash in 
Envelopes delivered by RCRCM (security and financial risks) can be mitigated by 
transference and create a new risk – reputation. 

Watch out when you explain risk transfer  getting a 3rd party doesn’t necessary 
remove the risk. We use a 3rd party because we see them as being better than us at 
managing / handling the risk. 
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 Accept the risk
Depending on the nature of the activity there is risk that the organization is ready to 
accept. This should be explicit and the risks presented to the management.
 Avoid the risk
If some risks exceed the risk tolerance of the organization, it may be decided to 
change the modalities or cancel the activity.
 Mitigate the risk
If the risk is to significant, we can put in place mitigation measures and controls to 
reduce the probability and/or the impact of the risk.
 Transfer the risk
Finally we can transfer the risk, to a third party or insurance to avoid the negative 
impact of the risk. In any case we will avoid transferring the risk to the beneficiary or 
the community.  We may outsource to an FSP to deliver cash on our behalf.  We have 
to be careful that we really are transferring to a third party that is better able to 
undertake actions to mitigate risk – if they aren’t and this something happens there is 
the reputational risk to us 
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Source is ICRC.  We can mitigate but we might not eliminate.  Ask the participants if 
there is anything to add or remove 
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TASK 2 – MODULE 3

Risk assessment 
 Now take 4 of the risks from the previous exercise 

(include at least the 2 highest risks) 

 For your 4 risks – think of ways that you can mitigate them

 Write up on the flip chart 

• 1: What is the risk? 

• 2: How will you mitigate it? 

• 3: Which of the 4 methods of mitigation is this? 

 Group Work: 20 min
 Discussion: 20 min

Group 1 Logist ics

Group 2 ICT / Admin

Group 3 Finance 1 

Group 4 Finance 2   
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GROUPS 

Group 1 
(e.g

Finance 1) Finance 2 
ICT 

Admin Logs 

Change the headings depending on your training make up 

But its same groups as previous task 
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KEY TAKEAWAYS

 All risk can be mitigated – its just a question of how. 

 Organisations will have different levels of acceptable risk 

 It is part of our job as trained cash practitioners to help 
change the opinion of cash as “risky” 

? All risk can be mitigated?  Accepting ? 
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